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Assignment #1 Research in Audit, Measurement Practice And
Control

Identify the system to be audited
Abstract

The objective of this paper is to assess the security level of the SecurlD
infrastructure. A basic explanation of the RSA SecurID process can be found
here:
http://www.rsasecurity.com/products/securid/whitepapers/AS51_SB_0203.pdf

Our primary goal is to audit the authentication protection level of the machine and
to analyze the effectiveness of the SecurlD ACE/Agent — ACE/Server framework.
We will not deal with general Win2k hardening techniques (for both the server
and agent stations) that are not related to OS passwords and OS password
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policies. OS password protection levels and OS password policies will be audited
since they are part of the RSA SecurlD authentication process. The SecurlD
process relies on proper implementation of OS level passwords as a last line of
defense. We will also limit our client analysis to the RSA ACE/Agent software
and will not deal with third party SecurlD enabled clients.

General external network security measures (Firewall logs and rules, IDS sensor
logs, etc...) will not be audited.

The audit will be restricted to two machines: An ACE/Agent client that is running
Windows 2000 Pro SP3 with ACE/Agent version 5.5 and an authentication server
running Windows 2000 Server SP3 with ACE/Server 5.1.

The ACE/Agent is mainly used as an Internet research machine and workstation.
Its level of importance and security is considered to be the same as normal
workstations in the enterprise. The ACE/Server is assumed to be a critical
infrastructure device and its level of security should reflect this security level. The
SecurlD framework is currently protecting all network devices on the intranet
including servers and workstations.

Network diagram:

Exretnal
Firesnvall

S
Rua ACBAgenl 55 o eligert  RSA Aceihgert  RSA Aceifgert

Laagﬁgp ﬂﬂ?ﬁ? VWiorkstation 1 Workstation 2 \Wiorkstation 3
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Evaluate the risk to the system

These risks are divided into categories. They are all directly related to the
SecurlD infrastructure.

General Business related risks:

Risk: SecurlD authentication is inefficient and critical documents are revealed.
Likelihood: The storing of sensitive information requires a high level of security.
SecurlD authentication is only one of many security measures required for proper
handling of sensitive documents.

Consequence: Loss of information. Business plans could be revealed
prematurely and cause a great deal of harm and hurt the reputation of the
company.

Risk: Critical servers are improperly secured.

Likelihood: The Ace/Server is the most important server for access control and
authentication in the enterprise. It is responsible for the two-factor authentication
used by all servers and desktops. It is considered to be a critical system and its
security level should reflect this status.

Consequence: Poor security in critical servers can lead to higher exposure to
attack. These servers are essential to the well being of the network.

Physical access related risks:

Risk: Ace/Agent is stolen from the building.

Likelihood: General physical access controls are in place (sign-out forms and
swipe cards, camera monitoring etc...). Unfortunately, some things are more at
risk for theft than others.

Consequence: Ace/Agent contains sensitive information that might prove to be
embarrassing. Trade secrets could be revealed if the machine is stolen.

Risk: Machine is rebooted with a boot diskette.

Likelihood: Gaining physical access to the machine is fairly easy for an
employee with the proper credentials.

Consequence: Circumvention of the whole authentication procedure can allow
an intruder full access to private documents on the system. On the Ace/Server,
this could lead to corruption of the data and could lead to a complete lockout of
all desktops and servers (a basic Denial of Service).

Implementation related risks:
Risk: The SecurlD username is compromised

Likelihood: Medium: Malicious employee might see the username when it is
being typed in.
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Consequence: Minimal. The PIN will have to be broken. The impact should be
minimal.

Risk: The SecurlD token is compromised or lost

Likelihood: Medium: SecurlD tokens can be lost or stolen.

Consequence: the compromised token will have to be matched to a Username
and a PIN. If the token is lost without any other information, the impact will be
small. A new token will be issued and the old one will be revoked.

Risk: The PIN is compromised

Likelihood: Low: Someone could see the PIN when it is being entered
Consequence: Without the SecurlD token, the impact is low. If the Token is also
compromised, then the impact will be high.

Risk: Easy SecurlD PIN used

Likelihood: Medium: The Security policy should detail proper password creation
methods.

Consequence: A weak PIN can be guessed or brute forced. A weak PIN
reduces the effectiveness of the whole SecurlD authentication process.

Risk: Network outage causes loss of connection to ACE/Server

Likelihood: Medium: Loss of connectivity to the authentication server is possible
during network maintenance.

Consequence: SecurlD Authentication cannot be completed and the station will
be locked out.

Risk: Reserve password is too weak.

Likelihood: Reserve passwords are often used as a way to access the machine
when the Ace/Server is unavailable. The Reserve password should be compliant
with the password requirements detailed in the Security policy.

Consequence: A compromised reserve password would allow a malicious user
free access to the machine. OS password authentication will have to be broken
to get access to the machine.

Risk: Network Cable is unplugged while authentication is being performed
Likelihood: Medium: Possible due to random network outages.
Consequence: The authentication cycle will fail and access will be denied. If a
reserve password is set, the fallback feature will be invoked.

Risk: ACE/Server Log reviews are sporadic

Likelihood: Low: Logs should be reviewed daily.

Consequence: important forensic clues could be missed. This will increase the
exposure time to attack.

Risk: SecurlD Level of Encryption used is poor
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Likelihood: Low: SecurlD uses IKE and MD5 or SHA1 hashes. These are
known protocols and are considered to be sound.

Consequence: The machine could be compromised and passwords could be
sniffed.

Operating System related risks:

Risk: Easy or non-existent OS passwords and weak password policies.
Likelihood: Medium: A sense on complacency might set in, and OS passwords
might seem irrelevant to the users.

Consequence: SecurlD does not protect Network shares. Administrator level
passwords and user passwords should be protected even if SecurlD is present.

Risk: Faulty installation of the ACE/agent.

Likelihood: Low: The Agent was not installed properly or not enabled on reboot.
Consequence: Complete lack of protection. This machines OS password can be
guessed or brute forced.

Risk: Machine is infected with a virus.

Likelihood: Medium: The Ace/Agent or Ace/Server’s anti-virus software is not
current.

Consequence: a malicious hacker could uninstall the Ace/Agent or Ace/Server
remotely.

Risk: Network shares are poorly implemented and secured

Likelihood: High: Network Shares are often used to transfer files.
Consequence: Potential loss of data and integrity. The SecurlID infrastructure
does not protect network shares.

Risk: null sessions connections are permitted

Likelihood: High: null sessions connections are available by default.
Consequence: Potential loss of data and integrity if the machine is easy to
access. Potential hackers can gather important information with a null session.

Risk: Machine is running unnecessary services

Likelihood: High: A lot of unnecessary services are installed by default
Consequence: A known bug or exploitable service could allow the machine to
be compromised. This will bypass any SecurlD security measures.

Risk: Patching is not up-to-date

Likelihood: High: Users control their own desktop machines and are required to
keep them up-to-date.

Consequence: An exploit could be used to compromise the machine. Personal
documents and intellectual property could be revealed.

Network related risks:
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Risk: Traffic is sniffed, and information is leaked.

Likelihood: High: Communication between the Ace/Server and Ace/Agent is
intercepted.

Consequence: A user from a different department could gain some basic
information on the network layout and amount of Ace/Agents deployed. The loss
of information would be small, but could lead to more precise attacks. The
location and number of Ace/Servers could be determined.

Malicious insider related risks:

Risk: A malicious user gains administrator powers.

Likelihood: The OS must be hardened properly. This will ensure that SecurlD
software will not be interfered with.

Consequence: The malicious user could use his new position to attack other
machines on the network.

Risk: A malicious user changes critical SecurlD files on the Ace/Agent
Likelihood: Medium: access to important configuration files is possible.
Consequence: If the Ace/Agent service crashes, the machine will be locked out.

Current State of Practice

Auditing of a SecurlD infrastructure is nearly inexistent. SecurlD
infrastructure auditing is a new field and specific implementation information, not
found on the RSA web site, was hard to find. A Search on Google (String:
SecurlD audit) resulted in general SecurlD hits and nothing of great use for an
actual audit of the infrastructure.

Here are some resources that can help the audit process in general:

Weaknesses in SecurlD,
http://www.tux.org/pub/security/secnet/papers/secureid.pdf

A more general Cryptanalysis examination of the RSA protocol itself can be
found here:

Cryptanalysis of RSA http://www.sans.org/rr/papers/20/1006.pdf

And some it’s potential weaknesses
http://crypto.stanford.edu/~dabo/abstracts/lowRSAexp.html and
http://www.atstake.com/research/reports/acrobat/initial securid analysis.pdf
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Sample request form for a SecurlD token from the Governor's Office of
Administration Commonwealth of Pennsylvania that details some user policies:
http://www.oalansupport.state.pa.us/oalan/lib/oalan/doc/securid_remote access
request blank form.doc

OS policy/password references:

OS policy/password audit tools and procedures are fairly well known and can
complement the security benefits of SecurlD. The OS password will become the
last line of defense if SecurlD fails. OS policies guide the way passwords are
implemented in the OS.

The most famous auditing tool for windows passwords is LOphtCrack:
(http://www.atstake.com/research/Ic).

Auditing Windows 2000: Audit policies
http://www.ntsecurity.net/Articles/Index.cfm?ArticlelD=9633

Windows 2000 Default Security Policy Settings
https://www.microsoft.com/technet/treeview/default.asp?url=/technet/security/issu
es/W2kCCSCG/W2kSCGca.asp

ASSIGNEMENT #2 Audit Checklist
Checklist

Item #1: Physical Security

Reference: RFC2196 (http://www.fags.org/rfcs/rfc2196.html), RUSecure
http://rusecure.rutgers.edu/secplan/ckist.html

Control objective: Reduce the likelihood of theft or unauthorized physical
access to the machines.

Risk:
Potential Threat: Theft or unauthorized external access to classified or
sensitive data.

Threat level: Medium: Physical security is one of the most important and
basic aspect of a defense in depth approach.

Likelihood: Theft of equipment can be common in the workplace if minimal
physical security levels are not met.
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Impact: The risk of losing expensive assets if theft becomes common can
severely influence budgets and hinder productivity. Public disclosure of
sensitive information could hurt the business as a whole.

Compliance: A basic level of Physical security is required for compliance. A
minimum level of theft deterrent (like locks or anti theft devices) and some basic
access control mechanism (swipe cards to access the room) should be in place.

Testing: This Item can be tested by analyzing the procedures guests and visitors
have to take to access the premises. A basic walkthrough of the premises should
also be done to check for the presence of alarms or simply to see if some one
will challenge your presence. Determine if a Physical security policy document is
available (like procedures for storing, locking and disposing of IT assets).

Test type: Objective. Depending on the level of sensitivity of the information,
basic physical security compliance must be met. The physical security level of
the enterprise should match the requirements detailed in the Security Policy. The
Policy should cover all physical access controls including those related to
desktops and workstations.

Item #2: Response time to security events
Reference: Measuring detection and reaction time to cyberattacks is a key

element of an infosecurity plan
http://infosecuritymag.techtarget.com/articles/june00/features2.shtml

Control objective: Reduce/test the average time taken by users to report a
breach of security (like a lost token or a compromised PIN). Test the exposure
time when a security breach occurs.

Risk:
Potential Threat: The time it takes to report a breach in security is too
long. Exposure time to the attack will be increased.

Threat level: High: Reaction time is often crucial in helping to deal with
security threats. Normal users must take the security measures seriously
or risk undermining the effectiveness of the whole process. In essence, it
is very important to keep the report time to a minimum and limit the
exposure to attack.

Likelihood: General careless behavior in reporting security breaches can
be quite common. Some users might also feel that they will be viewed in a
bad light if they report breaches in security (like losing a piece of paper
that contains a SecurlD PIN (writing down a PIN should never happen in
the first place), or losing a SecurlD token).
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Impact: The loss of a PIN or SecurlD token is obviously a great security
risk. This risk can only be mitigated by a prompt response time. Also, The
shorter the response time, the lower the potential risk will be. Due to the
Two-Factor nature of the RSA SecurlD framework, the loss of only one of
the Items will not be catastrophic. But it is still imperative, that these errors
and omissions be dealt with rapidly.

Compliance: The minimum baseline response time is relative to the sensitivity of
the Data protected by the SecurlD framework. Compliance should be tested for
all levels of data classifications and should fall between the required ranges.

Testing: Testing of this can be quite tricky. General social engineering
techniques could be used to extract information about PINs from users. These
inquires should be reported in a timely fashion (obviously with proper guidance
and support form the administration). Please refer to this article for further
information http://www.securityfocus.com/infocus/1527 on Social engineering.

An informal interview should be conducted with some of the staff about their
general perceptions on what would constitute a high/medium/low level security
breach. Basically, to see if the loss of a token or a PIN is a big deal or not. | do
not actually recommend, “acquiring” an actual token from a user (even with the
proper permissions). This will cause undue harm to the audit process and is not
worth the potential backlash.

If management agrees, a simple Social engineering response time audit can be
done. The importance of this test is dependant on the level of security required
by the company.

For more information on Social engineering Techniques, please refer to
http://www.sans.org/rr/paper.php?id=920 and
http://www.securityfocus.com/infocus/1533

Obviously the attack attempts have to be noticed by the victims. The goal is to
test the alert response time of these attacks.

General Social engineering attacks

Response Time to

Risks Tactics used attack
Phone attacks (Help Impersonation and persuasion attempts over the
Desk/Administrator/repair man) hone

[Unauthorized physical access and impersonation of an
“important person”

||Office access Shoulder surfing

Leave fake business card on desk (so that the user
calls the attacker first)

\Wandering through halls looking for open doors or
offices

On site access

IReverse social engineering

Snooping

© SANS Institute 2003, As part of GIAC practical repository. Author retains full rights.



|Mai| room or “common room” attacks linsertion of forged memos requiring users to call
A number and change their passwords

||Machine room/Phone closet Attempt Gain and install a sniffer

||Phone or PBX access Stealing phone toll access codes

||Dumpsters access |Dumpster diving for information and passwords

[External attacks |[Forged emails requiring users to send credentials

||Office attacks (physical) Attempt stealing sensiti-ve documents

General Social engineering |Impersonation of an employee

The required response time for all these events should fall between 15 minutes
and 1 hour.

Response time importance level inquiry

Action Perceived Level of Response Time
Importance from user (1
to 10 scale)

Loss of PIN

Loss of Token

Here is a range of values for acceptable response times based on the level of

access.

Event Administrator Normal User

Compromised Token 15 Minutes for High Maximum of 24 Hours
Security level to 1 Hour
for Low

Compromised PIN 15 Minutes for High Maximum of 24 Hours
Security level to 1 Hour
for Low

Compromised Username | 1 Hour for High Security | Maximum of 24 Hours
level to 24 Hours for Low

Test type: Objective. The response time is dependent on the level of access the
token/PIN provides. The average response time should fall between the
established ranges.
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Item #3: Loss/Compromise of SecurlD Token/PIN

Reference: Partially based on the user responsibilities found here
http://www.oalansupport.state.pa.us/oalan/lib/oalan/doc/securid _remote access
request blank form.doc and RSA SecurlD Best Practices for Maximum Security,
http://www.rsasecurity.com/worldwide/securlDbestpractice/SecurlDBP.pdf

Control objective: Verify the procedures when a token or PIN is
lost/compromised. This checklist item will verify that the handling and
management of the Tokens and PINs is adequate.

Risk:
Potential Threat: Tokens or PINs can be accidentally lost or
compromised. Hopefully, only one will be lost/compromised, and not both
at the same time. Losing both the PIN and Token could give a malicious
hacker easy access to machines on the network.
Threat level: High: PINs are easy to acquire if the users are not careful.
Tokens (especially Key fobs) can be lost if attached to key chains.
Likelihood: Medium: Tokens are often lost in the enterprise.
Impact: The two-factor nature of the Token/PIN combo reduces the risks
associated with the loss of only one of the factors. The factors are
complementary and allow for a more robust and error resistant
authentication mechanism. If both are compromised, the workstations or
servers being protected by SecurlD will have to rely on a proper
implementation of the OS level password.

Compliance: The loss or compromise of Token’s, PINs or Usernames must be
reported to the SecurlD administrators. The Administrator must have procedures
in place that will allow the proper administration and management of the tokens.
The handling of the tokens must meet the normal procedures outlined in the
company policies.

Testing:

This Item can be tested by analyzing the way users and administrators use the
SecurlD tokens and PINs. An informal review should be conducted with users
and administrator. Response times must match the criteria described in Checklist
item #2.

Guidelines:

Verify that the Token’s are stored and used properly:

- Tokens should not be kept on desks or unlocked drawers. This will
reduce the likelihood of theft
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- “Credit Card” sized token’s should not be kept in wallets (they are not
resistant to shock, and can break easily if slightly bent).

- Key fobs type tokens should not be kept in personal key chains (car
keys, house key’s, etc...) to minimize the amount of time the key chains
are used. This will lower the odds of the Key fob being lost.
- Expired tokens must be reported immediately.

Verify that the PINs are used correctly.
- Personal Identification Numbers should be kept private.
- Personal Identification Numbers should meet the company’s password

guidelines.
- Personal Identification Numbers should not be reused once revoked.

Test type: Objective. The guidelines must be met.

Item #4: Null Sessions
Reference:

http://www.sans.org/top20/#W5 SANS/FBI top 20 vulnerabilities
http://www.brown.edu/Facilities/CIS/CIRT/help/netbiosnull.html - Toc25025301
HTTP:/WWW.GIAC.ORG/PRACTICAL/MICHAEL KRISS GCIH.DOC
http://www.sans.org/rr/paper.php?id=286

Control objective: Validate the User Account security measures of the machine
being audited. Restrict the amount of information leaked by the system. This test
has an impact on the effectiveness of the SecurlD infrastructure.

Risk:

Potential Threat: Malicious hackers can gather important windows
information from null sessions.

Threat level: High. This is one of the top vulnerabilities on the SANS
top20 vulnerabilities for windows systems.

Likelihood: Null sessions are enabled by default in most windows
installations.
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Impact: Leakage of important information. Usernames and machine
names can be found. Usernames should remain private. OS level security
is important in the event that SecurlD is compromised.

Compliance: Checking for a null session is a binary check. Null sessions must
be blocked.

Testing:

Null session: Open a CMD prompt (Start->Run->CMD) and run the following
command:

net use \\123.456.789.123\ipc$ "" /user:""
You are vulnerable if the command is successful.

Alternative method: Run the Microsoft Baseline Security Analyzer on the local
machine. The install process is self-explanatory. Run all the tests shown below.

& Microsoft Baseline Security Analyzer

AW~ Microsoft - >
@ Baseline Security Analyzer

Microsoft Baseline Security Analyzer | Pick a Computer to scan

Specify the computer you want to scan. You can enter either the computer name or its IP

[ welcome

address.

[ Pick a computer to scan
[ Pick rultiple computers o scan ;

Computer name: [ (this computer) ;I
[ Pick a security report to view

1P address: I I I - I
[ view a security repart : : ¢

Security report name: I%dumain% - “pcomputerflames (Fadates)
See Also i

Cptions: ¥ Check Far Windows vulnersbilities

[ Microsoft Baseline Security

Analyzer Help ¥ Check Far weak passwords

™ Check For 115 vulnerabilities
W check far 5oL vulnerabilities
¥ check far security updates
I use SUs Server:l ;l

[ abaout Microsoft Baseline Security
Analyzer

[ Microsoft Security Web site

Learn more about Scanning Options

Stark scan

arporation, Shavlik Ted as, LLC. All vights raservad,

Check the results of the Restrict Anonymous test. The Restrict Anonymous
variable must be equal to 2.

Test type: Checking for the existence of null sessions is objective. Either they
are present or not.
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Item #5: After Loss of connectivity to ACE/Server, check that the reserve
password is strong enough

Reference: Original contribution although a general guideline on how to achieve
Strong passwords can be found here:
http://www.sans.org/resources/policies/Password Policy.pdf

RSA SecurlD Best Practices for Maximum Security,
http://www.rsasecurity.com/worldwide/securlDbestpractice/SecurlDBP.pdf

Control objective: Verify that the reserve password is implemented properly.
Test the effectiveness of the reserve password feature and minimize the risks it
contains.

Risk:
Potential Threat: Reserve password is easy to guess or is compromised.
An attacker can bypass SecurlD protection.

Threat level: Medium: The reserve password is a good failsafe measure
during a network outage. But often, the same password is used on each
machine. If the password is compromised, an attacker can gain access to
the machine. You will note that you need to login with the OS password
before getting access to the SecurlID login Screen (by default) and as such
a potential external hacker would have to acquire a valid OS password
first. Current users could potentially bypass the SecurlD process with the
reserve password. This potential vulnerability to attack should be weighted
with the benefits of having a backdoor into the system.

Likelihood: Low: Knowledge of the reserve passwords is on a need to
know basis. The passwords are unique to the machine (although the
pattern used to create the password is universal for all machines).

Impact: Complete access to the machine. A compromised reserve
password can lead to the bypass of the whole SecurlD protection
framework.

Compliance: Compliance is binary. The password must meet the minimum
password requirements of the Security policy.
Testing:

As an administrator on the machine: Open My computer->Control Panel-> RSA
ACE/Agent tab. Go to the Local tab and see if a reserve password is set.
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RSA ACE/Agent for Windows 2l

Main  Lacal | Advanced

— Challenge

I\'\ “Administrabor - Select... |

— Option:

[T Send Domain with Ussmarne to BS54 ACE /Server
¥ Enable Scresn Saver Security
v Enable Reserve Password

Pazsword:  [essooomn:

Confirrn: lm

QK I Cancel | Lpply | Help |

You could also test for simple passwords by yourself (disconnect the machine
and try to guess the passwords). Brute forcing the reserve password can be
tricky considering that after 3 failed attempts, the query window times out and the
authenticating process is restarted (Insert OS login/Password again, followed by
the reserve password query window). The password is stored in the registry and
is encrypted. Brute force attempts to crack this registry value could be difficult.
Brute forcing the reserve password from the login screen with a script is possible
but unpractical. This is one of the few cases where asking the local
administrators for the method used to create the password would be advisable.

Test type: Objective. Either the password matches the minimum criteria or it
does not.

Item #6: OS Password complexity (Stimulus/Response)

Reference: http://rusecure.rutgers.edu/secplan/cklst.html Accounts and

password section and
http://www.sans.org/resources/policies/Password Policy.pdf for a policy guide.

Control objective: Validate the OS Password protection level of the Ace/Server
and Ace/Agent. The OS password is an important part of the SecurlD
authentication process and should be properly secured.

Risk:
Potential Threat: The SecurlD frameworks complements the deficiencies
found in OS passwords. Someone who compromises the OS password
could connect to administrative shares (if Netbios is enabled) and bypass
all the SecurlD security measures.
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Threat level: Medium: Strong passwords are essential in a secure
infrastructure.

Likelihood: High. Normal users can often use easy passwords.

Impact: Access to administrative shares (C$). This gives malicious
hackers access to all the files on the machine.

Compliance: A complete audit of the password files should be performed (using
tools like LOpthcrack or John the ripper). The password must meet the Security
policies minimum password requirements or meet the guidelines found here:
http://www.sans.org/resources/policies/Password Policy.pdf ). This will ensure
that the password will not be broken by a simple dictionary attack.

Testing:

Every password can eventually be cracked by a brute force attack. A basic
dictionary attack can be performed to test the level of security of your passwords.

Go to http://www.atstake.com/research/lc/download.html and download the Trial
version of LOphtcrack 4 (Trial version is sufficient for this test).

Install LOphtcrack on the machines that require to be audited (Client and Server).

Start LOphtcrack and use the retrieve from local machine setting:

Get Encrypted Passwords |

et Encrypted Passwords

Choose ane of the following methods to retrieve the
encrypted passwords.

& Retiieve from the local machine

Pullz encrypted pazzwords from the local maching's
registry. Adminigtrator access is required.

" Retiigve from a remote machine

Retrieve encypted pasewords from a remote
maching on your domain. Administrator access is
required.

= Retieve from MT 4.0 emergency repair disk

Emergency repair disks and backup tapes made
from *indows NT 4.0 contain a file called "sam' ar
‘zam._' that containg encrypted passwords.

= Rehigve by sniffing the local netwark

Sniffing captures encrypted hashes in tranzit over
wour network, Loging, file sharing and print sharing
all uze network. authentication that can be captured.

< Back I Mext > I Cancel
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Click on Next, and then select a Common Password Audit (Trial version does not
support the brute force option).

Choose Auditing Method x|

Choose Auditing Method
01F3IE" =
27E1BASD % i ;
48C30EEL Quick Password Audit

Thiz method checks only for zimple passwaords that
wou could find in a dictiohary.

& Common Pagsword Audit

This method checks for simple passwards that you
could find in a dictionary, as well ag comman
modifications of dictionary waords.

" Strong Password Audit

Thiz method checks for zimple passwaords that you
could find in a dictionary. common modifications of
dictionary words, and performe a brute force attack
that attemptz all combinations of standard letters
and numbers.

™ Custom [Eustan O pticns... |

< Back I Menst » I Cancel

Click Next to run the scan.

-lalx]
File Wiew Import Session Help
et 8400 § e 0« & |y
Domain | Lser Name | LI Password | <G | MTLM Password | LM Hash
@ Administrator TIRIIING words_total
m Guest * emphy * X * emphy * 8
£

& Auditing session completed.

_i User Info Check
— Dictionary

_ Hybrid

B Brute Force

J | stake

Dictionary 1 of 1 [C:lProgram Files\@stakel C4words-english.dic] SCRL L2
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You will also have to attempt to change a password to a value that is easy to
guess (like 12345678).

Test type: Objective. Any password that is easily cracked (the amount of time
can depend on many factors like CPU speed, etc...) should be changed rapidly.
Any password that is guessable by a basic dictionary attack should also be
changed.

Item #7: Account policies check.

Reference: http://www.cisecurity.org/bench win2000.html| Level-1 Benchmark
for Windows 2000 (v1.1.7).

Control objective: This test will validate the password policy settings and
account policies of the Ace/Server and Ace/Agent. This will ensure that both
machine’s policies meet the minimum guidelines.

Risk:
Potential Threat: Vulnerabilities exists in the OS that can affect the
security level of the machine. An improper password policy setting might
reduce the security level of the machine and also cause a false sense of
security. A precise check should be done.

Threat level: Medium: Some Password policy settings might not meet the
security level required by the security policies. The default values are
generally insufficient.

Likelihood: Low: Only administrators have access to security settings on
the machine but there is always a chance that proper change control
measures were not followed, and settings were changed. Default settings
might still be implemented.

Impact: Password policies and Account policies are important to the
SecurlD process. They govern the behavior of OS passwords on the
protected machines. A poor implementation of those policies could lead to
a compromise.

Compliance: Verify if the machines meet the OS password security level
outlined in the Security policies. Test the current machine settings with a known
standard like the Win2k gold Standard or the Level | Template. The results must
match or exceed the values in the templates.

Testing:
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Download and install the CIS scoring tool and Common baseline templates
(http://www.cisecurity.org/bench win2000.html).

Open up the MMC: Start->Run->MMC
Click on Console->Add remove snap-In then Click on Add

Double click on The Security configuration and Analysis then click on Close
Click OK to come back to the main MMC window

"th Consolel - [Console Root] 10l =|
J Bﬁ] Console  Window  Help Add/Remove Snap-in 2=l =] | 18] =
|J Action  Miew  Eavorites |J s o= Standalone | Extenzions I
Tres I Favarites I Iame Usze thiz page ta add or remave a standalone Shap-in from the console.
Console Rook .
El Shap-in: added to: Ia Console Foot j
Add Standalone Snap-in 2=l
Awailable Standalone Snap-ins:
Shap-in | Wendor |;|
g IP Security Policy Management
] Link ta web Address
& Local Users and Groups Microsoft Corporation
ﬁ Performance Logs and Alerts Microzoft Corporation

@ Femovable Storage Management HighGround Systems, Inc.

Security Configuration and Analysis Microzoft Corporation
o @ Security Templates Microzoft Corporation
- Deseription Services Microzoft Corporation
2 Shared Folders Microsoft Corporation ||
B System Information Microsoft Corporation LI
=
— Description
Add.. Femayve Securty Configuration and Analysis iz an MMC shap-in that provides
zecurty configuration and analysiz for Windows computers uzing
zecurty template files.

Add Cloze

Follow the instruction on screen and create a new database
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['m Consolel - [Console Root'\Security Configuration and Analysis]

Ju& Console  Window  Help

“ Action Miew  Favorites “ | o= | ‘ £

Tree I Favarites |

L1 Console Root

1

i @ Security Configuration

D]

‘Done

=13l x|
|D2E| @ —l8ix
C|
Security Configuration and Analysis
To Open an Existing Database
1. Right-click the Secunty Configuration and Analysis scope item
2. Click Open Database
3. Select a database, and then click Open
To Create a New Database
1. Right-click the Secunty Configuration and Analysis scope iterm
2. Click Open Database
3. Type a new database name, and then click Open
4. Select a security template to import, and then click Open
[-|
| |

When you are prompted to import a template, use CIS-Win2K-Level-1-v1.1.7.inf
file from the CIS scoring tool install directory.

Right click on the SEC tab and Start to analyze the machine.

J Console  Window  Help |J = |

=10l x|

‘:m Console Root)Security Configuration and Analysis

J Action  Wiew  Favorites “ G = | | @

I —
Compares the current c

Tree I Favorites I
C:\Doc and Settingsidrevil\My
(1 Consale A gy 1% SecurityiD wxxs.5db
=Y curity Co e
Open
Open database. .. .
e Camaiier ot analyze your computer by using the

Corfigure Computer Mow... s dalabase.

Sawe

Import Template. .. ur Computer

Expork: Template. .

Yiew Log File \Security Configuration and Analysis scope
re Comg Now

iy ¥ |pe the narme of the log file you wish to view,

Mew Window from Here DK

Mew Taskpad Yiew. ..

item

setbings in the: dl

Help

Compare the results with the template (Database setting is the template,

Computer

© SANS Institute 2003,

Setting Is the current settings).

As part of GIAC practical repository.

Author retains full rights.



:m Console Root' Security Configuration and Analysis'Account Policie: - |E||i|

J Ackion  Wiew  Favorites |J o= | | .4 | @ ‘

Tree I Favorites | Policy  / | Datsbase Setting | Camputer Setking |
] Comsols Root EnForce passward hiskaory: 24 passwiords reme... 3 passwards remern, .,
EI@ Security Configuratior Maximum password age 90 days 42 days

E@ Account Policies Minimum password age 1 days 0 days

@ Password Poli Minimum password length @ characters 6 characters

¢ L2 account Locke Passwnrds must meet comple...  Enabled Enabled

g Local Policies Stnre password using reversi,., Disabled Disabled

[+ =gl Event Log

{3 Restricted Groups
{3 Swstemn Services
{3 Registry

{3 File Svskem

D N
| y

You will note that the SEC snap-in compares the current settings with the ones in
the template standard in a binary fashion. If they match exactly, it will return a
positive check; If they don'’t (for whatever reason) it will return a false result (red
Cross).

If the machine setting and template setting are different, the MMC snap-in will
return a false value. Even if the machine settings are better.

Another template could be used, for example, The Win2k Gold standard. This
template can be very strict and a full implementation on production machines
(with no testing of the consequences, especially on network applications) should
be done very carefully.

Test type: Objective (if tests are performed on the Baseline or a personalized
template built in-house). The values must match or exceed the template settings
(CIS-Win2K-Level-I-v1.1.7.inf).

Item #8: auth before or after logon

Reference: Original submission.

Control objective: Verify that the auth before or after logon features are
implemented properly. This test will validate the order of authentication on the
Ace/Agents (OS->SecurID or SecurlD->0S).

Risk:

Potential Threat: The OS password can be brute forced or guessed if the
SecurlD authentication logon is done after the OS password screen.
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Threat level: Medium: OS passwords should be secured even if SecurlD is
installed on the machine

Likelihood: Low: Standard password safekeeping policies should be
enforced.

Impact: If an OS password is compromised, a potential attacker could gain
access to the machine with other means (like through a Netbios
administrator share).

Compliance: Either the SecurlD screen is available before the OS logon, or it is
not. To pass the test the logon screen must meet the security requirements of the
enterprise.

Testing:

Visual inspection of the logon process is all that is required. Once the order is
determined. The reasoning behind the order should be examined. The only
drawback of the Authentication before logon is that this method can only be
applied to all users. There is no “All users except” clause available.

Test type: Objective, before logon authentication is required/wanted or it is not.

Item #9: All users “except:” clause is invoked
Reference: Original contribution

Control objective: Verify that the all users “except:” clause is used properly.
This test validates the users/groups that are exempt from authenticating with
SecurlD.

Risk:
Potential Threat: The all users except clause is used improperly. The
group used in the “except” clause is not restrictive enough and impacts too
many users (like the Power User group or administrator group). The
amount of users in the group should be very limited.

Threat level: High: Generally, the “except” clause is often used for the
administrative group. This is not ideal, considering the availability of the
reserve password. Most intrusion attempts will be done against
administrator level accounts and administrators should not be allowed to
avoid the authentication process.
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Likelihood: Medium. Administrators can sometimes use the all users
except clause for debugging. The setting should be removed or switched
to the reserve password once testing is finished.

Impact: Complete bypass of the SecurlD architecture. This removes all the
added security features.

Compliance: Binary: Either the “All users except” clause is invoked or it is not. If
the clause is invoked, then there should be a justification on why this was
enabled. It should not be used with the administrators group.

Testing:

As an administrator: Open My computer->Control Panel-> RSA ACE/Agent tab.
Go to the Local tab and see what the Challenge field is showing.

RSA ACE/Agent for Windows 2]

bain  Local | Advanced

— Challenge

“administrator  Select... |

[ Send Domain with Ugemame to RSA ACE/Server

¥ Enable Screen Saver Security

Enable Reserve Password

Fazsword: I
Carifirr: I

(n].4 I Cancel | Apply | Help |

If the “All users except” clause is used; check that the group in question has
limited user rights.
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Main  Local |Advanced|

Select User Group x|
Lizt Groups In: I\\ j
Administratars Admiristrators have complete and u
g Backup Operators Backup Operatars can overide sec
BGy Guests Guests have the same access az m
B Power Users Power Users possess most administ
EG# Replicator Supports file replication in a domain
.@ zers Uzers are prevented fram making ar
1
| | i
Select | Catizel |
|
OF. Cancel | Spply | Help |

Test type: Objective. Either the all users except clause is used or it is not. Is the
administrative group exempt? If the clause is used, the justification should match
the Security Policy guidelines.

Item #10: Sdconf.rec file used is current and the same as the one generated
on the Server.

Reference: Inspired in part on the SecurlD and checkpoint FW-1 FP
implementation guide. http://www.mail-archive.com/fw-1-
mailinglist@beethoven.us.checkpoint.com/msg14519.html

Control objective: Validate the communication between the Ace/Agents and
Ace/Server. Make sure that the configuration files are current and match the
latest files on the Ace/Server.

Risk:
Potential Threat: Configuration files on the client side were tampered with
or not up-to-date. The Sdconf.rec file is usually created on the ACE/Server
and copied to the Client stations. The Ace/Agents use this information to
connect to the Ace/Server.
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Threat level: Medium: Client connection can be broken if the Sdconf.rec
file is erased or damaged. The file must be kept up-to-date to allow proper
communication with the ACE/Server.

Likelihood: Low: This file is secured on the ACE/Server and can be
recreated.

Impact: Deletion of the file could lead to a loss of communication with the
ACE/Server and in turn could lead to an attack (if the reserve password is
used). A Client machine could potentially be reconfigured to authenticate
to another ACE/Server (this would require complete control of the
machine). This is not a great risk but it could cause networking issues and
make troubleshooting harder.

Compliance: The latest Sdconf.rec file on the ACE/Server must match the one
on the Ace/Agent machines.

Testing:

Download md5sum.exe (http://www.etree.org/md5com.html) and compare the 2
files in questions

ACE/Server: Go to the RSA configuration directory (usually
C:\RSA\ACE\Data\Config_files)

Copy the Sdconf.rec file to a floppy (Rename file to Server-Sdconf.rec)

Client: Search for the Sdconf.rec file on the client (Start->Search->For Files or
Folders) and copy it to the same floppy (Rename file to Client-Sdconf.rec).

Copy md5sum.exe to the same floppy
Open a CMD window (Start->Run->CMD) and go to the floppy drive (type A:)
At the prompt type “md5sum *.rec”

You will get an output similar to this:
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4] G WINNT sy stem 32 cmd.exe

A:s>ndSsum = rec
edc58ab31A1e21546037188977h3e628 *Server—sdconf . rec
edc58ab3181e21546837188977h3e628 =Client—sdconf.rec

AN

The Checksums must match. If the checksums are different, the Sdconf.rec from
the client is not up-to-date.

Test type: Objective. The files must be identical to pass the test.
Item #11: Patch level of Client and host are up-to-date (SecurlD software
only)

Reference: RSA SecurlD Best Practices for Maximum Security,
http://www.rsasecurity.com/worldwide/securlDbestpractice/SecurlDBP.pdf

Control objective: Verify that the Ace/Agent and Ace/Server software is current.
Validate the SecurlD software to minimize exposure to attack and lower the risk
of software failure.

Risk:
Potential Threat: An unpatched client or Server leads to a compromise
(with a Buffer overflow for example
:(http://searchsecurity.techtarget.com/sDefinition/0,,sid14 gci549024,00.ht
ml)). An unpatched server or client could also lead to several software
bugs or issues.

Threat level: Medium: Keeping software up-to-date is a normal computing
practice. It helps resolve intermittent problems and assures that new
vulnerabilities in the systems are dealt with effectively.

Likelihood: Medium: A change control and patch deployment policy should
be in place.
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Impact: Potential loss of information and hijacking of network resources by
an unauthorized 3" party if a major vulnerability is discovered and left
unpatched.

Compliance: ACE/Server and Ace/Agent software must be kept current.

Testing:
Log into your RSA SecurCare Online (https://knowledge.rsasecurity.com/) and
check for the latest patches and software revisions.

“J RSA Security | RSA SecurCare Online - Microsoft Internet Explorer i =] |
J File Edit ‘“iew Favorites Tools  Help ﬁ
& . = D fat Q I : 2 ks
Back Fariward Stop Refresh Home Search Favarites Histary
J Address I@ https:{fknawledge. rsasecurity. com/ j @en
-
R SA fembers Login | Search | _Ei_
Company Products Services Training Partners Worldwide Contact Suppo
SECURITY"
R34 Security Home = RSA Customer Support = REA SecurCare Online
Customer Support “:p!\
_PSA SecurCare . .
Online RSA SecurCare Online
RE4 SecurCare
Online Crverview RSA SecurCare Online is REA Security's state-of-the-art e-support system that
Quick Reference provides unlimited access to a wealth of resources on the Yeb, 24 hours a day. —
Information This easy-to-use, secure systern is designed to offer you a fast, intuitive way to
Freguently Asked locate technical support solutions, download current patches and bug fixes,
Questions access complete online documentation, manage cases and mare.

Redister For RSA
SecurCare online RSA SecurCare Online affords you access to the same robust knowledge base as

Herving Trouble? the RSA Security Technical Support tearn, ensuring that you can gain high-guality,
practical solutions to real-world problems. And with the ability to download free
patches and bug fixes, you'll dramatically reduce the time and cost of maintaining
your security solution for maxirmum protection.

RSA SecurCare Online now offers downloads of REA Security software upgrades

| for nualified BS54 Secority maintenance costnmers WWe currently nffer nonrades tn | AILI
4 3
|@ http: [, rsasecurity, comfproducts] l_’—g|ﬂ Internet v

Log onto the ACE/Server Administrator (Start->Program->RSA ACE Server->
Database Administration Host Mode) on the ACE/Server machine

Then Click on Help->About Database administration and find the Server Version
number
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RSA ACE/Server v5.1 Administration x|

RSA ACE}Server for Windows 5.1 [173]
Copyright [c] 1996,2002 by RSA Security Inc.

—ALL RIGHTS RESERVED—

This software is proprietary and confidential to RSA Security
Inc., is furnished under a license, and may be used and
copied only in accordance with the terms of such license and with the

inclusion of the above copyright notice.

This software or any copies thereof may not be provided or otherwise made
available to any other person. No title to or ownership of the software is
hereby transferred. Any unauthorized use or reproduction of this software

may be subject to civil or criminal liability.

This software is subject to change without notice and should not be
construed as a commitment by RSA Security Inc.

License Info... |

Log onto the Client Machine as an Administrator

Go to the Control Panel’s RSA ACE/Agent tab (My computer->Control Panel->
RSA ACE/Agent) and check the version number.

RSA ACE/Agent for Windows d

Main ILocaI | Advanced|

—About RS54 ACE fgent for windows

RS ACE AAgent 5.5 [117] for Windows
SeewrlD Conuright @ 2002 BSA Security Inc.

— Option:

| Test Authentication with BS54 ACE /Server I

— Component
Loczal: Security features installed.

Remate: Agent zoftware not installed.

QK Cancel Apply Help
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Test type: Objective. Server and Client software must be current.

Item #12: SecurlD next tokencode checks (Stimulus/Response)

Reference: Fala SecurlD Information Center policies,
http://www.fala.com/fala_securid.cfm

Control objective: Validate the proper implementation of the Next tokencode
protection feature. Verify that the Next tokencode feature is enabled and
sufficiently restrictive.

Risk:
Potential Threat: The value for the Next Token Code Mode/Disable token
Mode is not strict enough and gives to much freedom to the users.

Threat level: Low: The default value is adequate for most deployments.
The values should be adjusted for more critical infrastructures.

Likelihood: Low: The default values are adequate and will deter most brute
force attempts at guessing the “PIN+TokenCode” passwords.

Impact: If the value is set too high. An attacker could possibly guess a
value and successfully log on the system.

Compliance: The values must match the minimum and default values guidelines
for failed authentication attempts (incorrect Passcodes before next tokencode
mode = 3 and Incorrect Passcodes before disabling token = 10).

Testing:

ACE/Server: Open up the Configuration Management console (Start->Programs -
> RSA ACE/Server -> Configuration Management

Click on Agent
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|Mmmr.—n—-m;w, =10] X]
— License Inf ti
Licensed Users: |25
RSA ACE/Server Configuration Management —_—
I — Enable Fez — Specific &gent Host Tppe Infomat
i Ermien —UNI¥ Agent Host ~Single T tion Agent Host —
|
| Incomect PASSCODES = Incomect PASSCODES |3 =1 ————
e  RaDIU Before Mest Tokencode IE =i Before Nest Tokencode =
||| o Incoriect PASSCODES (- Inconect PASSCODES [ =
[~ Resolw Before Disabling Token =1 EBefore Disabling Token | e
—Agent Hosl — Communication Server Agent Host———  — Metwork Operating Spstem Agent Host— -
| Agent Ti Incomect PASSCODES Incomect PASSCODES |3 =
= Before Nest Tokencode 1° = R =
Agent Retri
| Incomect PASSCODES [1p = PASSCODES [ip = —
{1} Respons=| Eefore Disabling Token - Disabling Token =
|| - Primary/Re [oc ] Cancel | Help 1
Maimum F
Time [seconds} I | This Server P Address: |
Heartheat Period (seconds} [ 300 .= Primay Server. |
- Primary Server [P Address: |
Edit Resst | 0Kk | Camcel | AgentHost. |  Repica.. About . Help

You will now see the values set for the following 2 actions

Next tokencode mode
Disable token

Verify that the values meet the standard failed login practices in the enterprise.
The next tokencode mode is designed to counter the guessing of passwords.
After a certain number of failed attempts, the RSA ACE/Server will require the
agent, to authenticate with two consecutive passwords. This will ensure that the

user actually has the token.

The disabling token mode is self-explanatory. After the set amount of

consecutive failed logins, the token is simply disabled.

Have a token issued to you.
Test the following cases.

3 consecutive failed logons followed by a successful logon

Verify that the token was set to next tokencode mode.

10 consecutive failed logons followed by a successful logon
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Log onto the Administration Console and verify that the Token is disabled (click
on Report and verify the disabled status of the token in the logs).

Test type: Objective. The setting must match the minimum default values.

Item #13: SecurlD Access logs are backed/maintained and consulted
regularly (Stimulus/Response)

Reference: RSA SecurlD Best Practices for Maximum Security,
http://www.rsasecurity.com/worldwide/securlDbestpractice/SecurlDBP.pdf

Control objective: Verify that the SecurlD logs and events are monitored
regularly and installed properly. This will reduce the exposure time to an attack.

Risk:
Potential Threat: Access logs contain valuable information about the daily
workings of your SecurlD infrastructure. If they are not reviewed regularly
and properly stored/secured, the response time for detecting and stopping
an attack can be greatly increased. Which in turn will lower the level of
Security of the enterprise. Logs have to be backed up regularly and
secured so that their integrity remains intact.

Threat level: Medium: The benefits of logging events are dependent on
the regularity of log reviews. If the administrators are not diligent enough,
security issues could go unnoticed for an unacceptable length of time

Likelihood: High: Reviewing logs is not generally a task that is enjoyed by
administrators. An attack could potentially go unnoticed for long periods of
time.

Impact: Higher response time due to poor awareness could lead to
extended exposure. An attack could go unnoticed for a long period of time.
The loss of information or Intellectual property could be small if the
response time was kept low.

Compliance: There must be a log review schedule in place in the Security
policy, and the administrator staff must enact it diligently. All possible fields must
be logged and the logging mechanism has to be working properly. The log
handling practices should meet the standards defined in the company policies
and the minimum values.

Testing:
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Verify that the fields being logged are adequate.

In the SecurlD ACE/Agent administrator click on Log-> Edit System Log
Parameters

RSA ACE/Server 5.1 Administration T =101 =]

HeSysbemUseer@nG’u.pAgertrhstRe&nﬁerﬂelLogReptheb

The fields being logged must match the minimum default values. If a high level of
security is required. All message fields should be enabled.

Edit Log Criteria
File System
Message Types |
D E1Da 0 )
‘Accepted new Primary conn < ACCESS DENIED, new PIN .

‘Accepting a new primary
ACCESS DENIED for losttol | all >3

ACCESS DENIED, auth lock
T << all
Ll » _I

ACCESS DENIED. syntax ei

Message Category: ]Ml

Compare Sll'ing:l=t

Current Lngin:l"

User Name: I"

Affected Token: |*

Agent Hostname: I" Select I

Server Name:

I
S [ ok | Dzﬁﬁn_' Help |

Once logs are validated. The storing methods of logs and the frequency at witch
they are examined must be analyzed.
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A simple informal inquiry with the SecurlD administrators should be enough to
determine the common practices in the company.

Questions to be asked:

How do you store your logs?

How often are logs rotated?

How often are logs reviewed for unusual Errors?

How often are logs reviewed for Access violations?

What is your backup strategy for the ACE/Server and how often are backups
performed?

The answers given should be compliant with the Information/Data management
and practices described in the Security Policy.

Here are some minimum values:

Question Response

How do you store your logs? Offsite location

How often are logs rotated? Every 6-12 months

How often are logs reviewed for Biweekly for low security, Daily for
unusual Errors? normal and Hourly for high

How often are logs reviewed for Biweekly for low security, Daily for
Access violations? normal and Hourly for high

What is your backup strategy for the Daily incremental or differential and
ACE/Server and how often are weekly full backups

backups performed

You must check that events are properly displayed in the logs.
Have a new account made for the auditors.

Use that account and see if your generated events are logged properly (for
example, failed login attempts). Verify that all previous test events were logged

properly.

Test type: The test is objective (all fields should be logged, the procedures
should meet the policy requirements and all events should be logged properly).
The log handling practices should meet the standards defined in the company
policies and the minimum values.
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Item #14: Licensing is current

Reference: RSA SecurlD Best Practices for Maximum Security,
http://www.rsasecurity.com/worldwide/securlDbestpractice/SecurlDBP.pdf

Control objective: Verify that SecurlID license is current. Verify that official
support channels are available for the Ace/Server and Ace/Agent software.

Risk:
Potential Threat: License is not current and could lead to poor
performance or loss of features. Invalid Licensing could reduce the
possibility of access to recent patches and personalized support in case of
an emergency.
Threat level: Medium. Keeping your licensing current is a good idea. This
will guarantee that administrators have all the tools necessary to deal with
problems right away.

Likelihood: Medium. Licenses are often time limited. With the continuing
evolution of computing, old technologies (and support licenses associated
with them) are often left behind. Keeping you support licenses current will
ensure that you will have access to the latest bug fixes and revisions.

Impact: An expired license can reduce the amount of support you receive
from the vendor. This can make troubleshooting your servers harder for
the SecurlD administrators. If you don’t have access to patches and
revisions, you will expose yourself to unnecessary risk and important bugs
and potential exploits will not be fixed.

Compliance: The license must be current and compliant.

Testing:

Start the administration console. Click on Help->About Database administration->
license info
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RSA ACEfServer for Windows 5.1 [173]
Copyright [c] 1996.2002 by RSA Security Inc.

—AlLL RIGHTS RESERYED—

Inc.. is furnished under
copied only in accordan

inclusion of the abowve ¢

This software or any co|
available to any other p
hereby transferred. Any
may be subject to civil 1

This softerare is subjeci

construed as a commitn

—_—

;:\i)

This software is proprie [P Tr— x|

Your RSA BCEfServer is within license limits,
Active User Limit: 22

Achive Users in the Databasze: 5

“You can add 20 more active user(s) to the database.
Replica Limit: 1 -

Replicas in the Database: 0

‘You can add 1 more Replicals) to the database.

Licenses:

License: Base
License Status: COMPLIAN
Mumber Licensed Realms: 1

License ID:
[ |

Make sure that the license is within limits and the License status is;: COMPLIANT

Test type: Objective. License must be current and compliant.

Item #15: The Ace/Server features are properly used

Reference: RSA SecurlD Best Practices for Maximum Security,
http://www.rsasecurity.com/worldwide/securlDbestpractice/Secur|lDBP.pdf

Control objective: Validate the SecurlD Ace/Server settings and remove the
potentially dangerous features.

Risk:

Potential Threat: Potentially dangerous features are enabled but are not

required.

Threat level: High. Some settings have a greater impact on the behavior
and security level of the SecurlD Ace/Server

Likelihood: High. Some of the settings can be considered dangerous if
improperly used.
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Impact: Unnecessary exposure to attacks. This could lead to loss of
information and lower security.

Compliance: The settings must be justified. The enabling of features that can
ease the administration of the SecurlD infrastructure must be weighed with the
security risks they create. For most cases, the values must match the common
default implementation described in the testing phase.

Testing:

In the administration console click on System->Edit System parameters
x|

License 1D
Customer name: -

¥ Allow agent host auto-registration:

[” Automatically delete replaced tokens from database
¥ Store time of last login in token records

v Allow Push DB Assisied Recovery

v Allow remote administration

All user passwords expire in [1-365]: Iﬁ days]

Administrator authentication methods:

[+ SecurlD Cards and Fobs I~ SecurlD Software Tokens
[~ Lost Token Passwords ¥ User Passwords
PIN Options:
v User-created PINs allowed Min PIN length [4]: F
[~ User-created PINs required Max PIN length [8]: F

v Alphanumeric PINs allowed

RSA ACE{Server Date and Time:

Current server date and time: 07{172003 17:14:52 [uTC)
Computed offset currently applied: 0 SEC.

Setclockoffsetto0 | Set clock offset by token

[ ok | cancel | Help |

Make sure that the “allow agent host auto-registration” and the “allow remote
administration” tabs are unchecked.

Host auto-registration allows remote host agents to “add themselves” to the
ACE/Server. This feature is only useful for very large deployment of SecurlD. A
more controlled approach, where the administrators manually add machines is
more appropriate for a more structured and secure deployment.

Remote administration is only necessary if administrators will be accessing the

console from remote machines. This setting should be disabled if the feature is
not needed.
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Check the authorization parameters.

Check that the authorization or remote logins requests setting is unchecked
default

. RSA ACE/Server 5.1 Administration | R

File System User Token Group Agent Host Reslm Sie Profie Log Report Help

=10l x|

Authorization Information

rnal Authorization Modul

¥ Enable External Authorization

I Enable Authorization of Remote Login Requests

These settings control the authorization parameters.

Enable External Authorization allows the customized external authorization
programs to work with the SecurlD ACE/Server authentication. This setting
allows users to log in the local machine only.

Test type: Objective. The settings must match the values in the test for most
implementations

Item #16: User password expiration date is set to a proper time

Reference: RSA SecurlD Best Practices for Maximum Security,
http://www.rsasecurity.com/worldwide/securlDbestpractice/SecurlDBP.pdf

Control objective: Verify that the password timeouts are set correctly and that
normal passwords are not available. Test that all active users are using SecurlD
two-factor authentication.

Risk:
Potential Threat: Password are often lost or compromised. If this
compromised password is never detected, an attacker could access the
system for long periods of time.
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Threat level: low: Using user passwords defeats the benefits of using
token based authentication

Likelihood: Low: This is manly a debugging feature or a workaround in the
event that administrators run out of tokens.

Impact: A compromised user password can lead to a compromise of the
machine. This can lead to loss of information or improper use of
computing equipment.

Compliance: The value should be set to 90 days at the very least. This value
should be lowered for a more secure deployment.

Testing:

Verify that the password expiration date is set to 90 days. Open the
Administration console then click on System->Edit System parameters

System Parameters , il

License 1D:
Customer name: -

[v Allow agent host auto-registration:

" Automatically delete replaced tokens from database
[¥ Store time of last login in token records

[v Allow Push DB Assisted Recovery

v Allow remote administration

All user passwords expire in [1-365]): |‘39‘:1 day{s]

Administrator authentication methods:

v SecurlD Cards and Fobs I~ SecurlD Software Tokens
I~ Lost Token Passwords ¥ User Passwords
PIN Options:
¥ User-created PINs allowed Min PIN length [4]: |J.|_
[ Usercreated PINs required Max PIN length [8]: |8_

¥ Alphanumeric PINs allowed

RS5SA ACE{Server Date and Time:

Current server date and time: 07f17§2003 17:14:52 UTC)
Computed offset currently applied: 1] SEC.

Setclockoffsetto0 | Set clock offset by token

[ ok | cancet | Hep |

Check that no users have a user password set (they should all be assigned
tokens)

Start the Administration console. Click on user->edit users-> then go through

each user and make sure that passwords are not assigned. Tokens should be
assigned for all active users.
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First and last name: | |

Default login: |

Default shell: |

@ Local User © Remote User

0: Original token R: Replacement for previous token

Role; <none>
Assigned Profile:

[ Temporary user
Start date: 12/31/1985 ., 19:88 End date: 1273171985 . 19:@8

¥ Allowed to create a PIN I~ Required to create a PIN
Assign Token... Edit Assigned Token... Administrative Role...
Group Memberships... Agent Host Activations... Edit User Extension Data...
Set{Change User Password... Remove User Password Edit Access Times...
Assign Profile... Remove Profile Assignment Delete User

Yiew LDAP Source...

OK | Cancel | ApplyLsS Changes| Setaniss | Hep |

In this example, the user has a user password set.

Test type: Objective. Normal users should be using two-factor authentication
tokens. The timeout for a user password should be 90 days (only for debugging).

Item #17: PIN Length and type is correct. (Stimulus/Response)

Reference: RSA SecurlD Best Practices for Maximum Security,
http://www.rsasecurity.com/worldwide/securlDbestpractice/SecurlDBP.pdf

Control objective: Verify that the PINs are secure and meet the minimum
requirements of the password policies.

Risk:
Potential Threat: A weak PIN can be guessed easily.

Threat level: High: The safety of the PIN is critical for the proper
implementation of SecurlD. An easy to guess PIN or a very short one can
reduce the level of protection of SecurlD.

Likelihood: High: Users will often use easy PINs like 1234 or easily
guessable ones (birthday, phone number). Also, short PINs are more
susceptible to brute forces and guess type attacks.

Impact: If a Token is compromised, the security of the architecture is
dependant on the complexity and size of the PIN. If the PIN is easy to
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guess or is small, unauthorized personnel could access the machine. This
can lead to loss of information and could lead to abuse of the computer
facilities.

Compliance: The PIN should be complex enough to resist standard guess
attempts. The minimum length should be set to 4 and the maximum to the max
value of 8. PIN should contain alphanumeric characters.

Testing:
Open the Administration console and click on System->Edit System Parameters.

System Parameters , Zl

License ID:
Customer name:

v Allow agent host auto-registration:

[T Automatically delete replaced tokens from database
v Store time of last login in token records

¥ Allow Push DB Assisted Recovery

¥ Allow remote administration

All user passwords expire in [1-365): W day(s)

Administrator authentication methods:

¥ SecurlD Cards and Fobs I~ SecurlD Software Tokens
[” Lost Token Passwords ¥ User Passwords
PIN Options:
v User-created PINs allowed Min PIN length [4]: |1|_
[~ Usercreated PINs required Max PIN length [3]: |s_

Iv Alphanumeric PINs allowed

RSA ACE{Server Date and Time:

Current server date and time: 07/172003 17:14:52 [uTC)
Computed offset currently applied: 0 SEC.

Setclockoffsetto 0 | Set clock offset by token

[ ok | cancel | Help |

Min Pin Length should be at least: 4

Max Pin Length should be the Maximum allowable value: 8

Alphanumeric PINs should be allowed (this allows letters in the PIN. This greatly
increases the number of possible passwords).

Have a token assigned to an auditor and when the PIN creation window appears,
attempt to create a 3 character PIN or a 9 character PIN.

Verify that alphanumeric characters are allowed.

Test type: Objective. The values must match the minimum settings.
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Item #18: Access times are set correctly (Stimulus/Response)

Reference: Cert.org Control contractor access to your systems,
http://www.cert.org/security-improvement/practices/p022.html

General Access time control software can be found here: http://www.fspro.net/lat/

Control objective: Validate the access time controls settings on the Ace/Server.
Verify that the token’s access time settings match the work schedules of the
users.

Risk:
Potential Threat: Improper access time settings can raise the level of
exposure to attack if a Token and PIN is compromised. The attacker will
have all the time in the world to access your computing assets.

Threat level: High: Access time controls can be a great help in lowering
the exposure time to an attack.

Likelihood: High. Most administrators leave the default settings (no access
time limits)

Impact: An attacker could access the machines after normal working
hours. Or when nobody is around. This can raise the amount of
information that an attacker could extract from a machine. For example, if
someone sneaks into the computing room during the night with the proper
credentials (PIN and Token). He will not be permitted to log into the
machine during nighttime, this can also limit the after-hours use of
machines for recreation purposes.

Compliance: Access times should be set to restrict the access to computing
machines to normal working hours (plus minus a fixed set time) for normal users.
This can greatly limit the exposure to attack. Access times should be set on a
user-by-user basis.

Testing:

Start the Administration console. Click on user->edit users

For each users click on Edit Access times

Make sure that the Access time is set to normal working hours + Offset time.
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User Name:
Edit User

First and last nai Enshical
Default log Disable All

L Invert Selections
# Local User
Set Work Week: |Work Hour -

Serial Num
Tokens: [~ 24-Hour Time

0: Original  When a time is highlighted,
the user can gain access at
Role: <nane> any time during that hour.

Sl el Fer e Time is determined by the

location of the RSA ACE}Server,
[~ Temporary user  not the location of the
Start date: 127: agent host on which the user is
¥ Allowed to create  authenticating.

RN ]

3
y
L3
6
7
8
9
8
1

N ]

-k
-
e

Assign Toke oK | Cancel | L
Group Members
SetfChange User Password... Remove User Password Edit Access ﬁmes... B
Assign Profile... Remowve Profile Assignment Delete U;er
View LDAP Source...

Have an administrator create a user account for an auditor. Attempt to
login/authenticate on the machine at an improper time (you can use the Test
connection menu on the ACE/Agent). Check logs to verify the process.

Test type: Objective. Access times should be set for all normal users and reflect
the normal periods when the machine is used.

Item #19: Communication between the ACE/Agent and the ACE/Server is
OK.

Reference: Testing SecurlD Server-to-Client Communication,
http://www.vinevyard.net/vni/docs/pm3/html/manuals/RadiusNT/securidconfig.html
- 11557

Control objective: Test SecurlD Ace/Agent to Ace/Server communication
channels. Validate the proper installation of the SecurlD software.

Risk:
Potential Threat: Improper communication between the Ace/Agent and the
ACE/Server could block access to the machine. Communication to a non-
authorized server can cause problems.

Threat level: Medium: There should be proper communication established
between all clients and the ACE/Server.

Likelihood: Medium: Network outages and routing issues could cause loss
of communication and can block access to the machine.
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Impact: Machine cannot authenticate with the Ace/Server and resources
are blocked.
Compliance: RSA Ace/Server communication test should be successful.
Testing:
On a Client machine
As an administrator: Open My computer->Control Panel-> RSA ACE/Agent tab
Click on the RSA ACE/Server Test Directly

An authentication window will appear.
Log in as you would normally and make sure that the test is successful.

2| x|
tMain I Local I Advanced I
—&bout RS ACE Mgent for Windows
RS ACE Adgent 5.5 [117] for Windows
Feewrl@ Coppright @ 2002 RS54 Security Inc.
— Optian:
Test Authentication with RSA ACE /Server |
B RSA SecurID Authentication Information o ] 4
—RSAACE/Server Limits————— ~RSAACEServers—————
Configuration YWersion: 12 192,168

DES Enabled: Yes
Client Retries: 5
Client Timeout: 5

— RS54 ACE /S erver Static Infarmation ——;

Service:  secund
KN 2
Protocol:  udp

Fort Humber. 5500 [ RS ACE/Server Test Directy

— RS54 ACE /Server Dynamic Informatian
Server Release: MAA

Communication: 5 RS54 ACE /Server Status...

FiSd ACESener Test By Frox

| Help |

Test type: Objective. Connection test must be successful.

Item #20 Check logon success and logon failure auditing
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Reference: Audit Logon events,
http://www.microsoft.com/technet/treeview/default.asp?url=/technet/prodtechnol/
windowsserver2003/proddocs/datacenter/518.asp

Control objective: This test will help verify the OS logging settings of the
Ace/Agent and Ace/Server and enhance the quality of the information that can be
gathered after a machine is compromised.

Risk:

Potential Threat: Logon logging is important for the forensic process.
Important information could be lost if logon successes aren’t logged.
Logon success will give administrator a list of successful logon’s on the
machine and the logon failures will help administrators pinpoint potential
brute force attacks on OS passwords.

Threat level: Medium: Logon successes can confirm that a machine was
successfully broken into.

Likelihood: Most administrators believe that logging success logons is
enough.

Impact: Logging logon failures by themselves will not help an administrator
determine if a brute force attack was successful. Multiple logon failures
followed by a logon success is a good indication that one of the
passwords was successfully broken. It is important that logon successes
be logged properly.

Compliance: Both logon success and logon failures must be enabled. This will
guarantee that brute force attacks are detected properly.
Testing:

Run the Microsoft Baseline Security Analyzer on the local machine. The install
process is self-explanatory. Run all the tests shown below.
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& Microsoft Baseline Security Analyzer

K Easeline Security Analyzer

Microsoft Baseline Security Analyzer Pick a Computer to scan

[] welcome Specify the computer you want ko scan. You can enker either the computer name or its [P

address.

[ Pick a computer to scan
[ Pick rultiple computers o scan ;

Computer name: [ (this computer) ;I
[ Pick a security report to view

1P address: I I I P I
[ view a security repart : : ¢

Security report name: I%dumain% - “pcomputerflames (Fadates)
See Also i

Cptions: ¥ Check Far Windows vulnersbilities

[ Microsoft Baseline Security

Analyzer Help ¥ Check Far weak passwords

™ Check For 115 vulnerabilities
W check far 5oL vulnerabilities
¥ check far security updates
I use SUs Server:l ;l

[ abaout Microsoft Baseline Security
Analyzer

[ Microsoft Security Web site

Learn more about Scanning Options

Stark scan

arporation, Shavlik Ted as, LLC. All vights raservad,

Make sure that that Logon Success and Logon Failure auditing are both enabled
on the Ace/Server and Ace/Agent.

Test type: Objective. The values detected by the Baseline Analyzer must be
correct.

Assignment #3 Audit Evidence

Tests performed

Test #4 TEST FAILED
Null Sessions

Testing Results:
Null session: Opened a CMD prompt (Start->Run->CMD) and ran the following
command:

net use \\123.456.789.123\ipc$ "" /user:""

The command was run for the ACE/Server and the Ace/Agent machine (client)
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NNT'system32\cmd.exe

i
o
o
i
o
o
o
5 =
" =
o
i
o
o
o
A
T

hEYd

N>
I\>net use \\?\iptﬁ o ugep
he command conmpleted succ ully.

H:\>net use \ip|:$
The command completed successfully.

Ausepr:

Both commands were successful, which means that both machines are

susceptible to attack. (Findings 1)

Run the Microsoft Baseline Security Analyzer on the local machine. Run all the
tests shown below.

@ Microsoft Baseline Security Analyzer

& Baseline Security Analyzer

Microsoft Baseline Security Analyzer

[ weleome

[ Pick a computer to scan

[ Pick multiple computers ko scan
o

See Also

[ Microscoft Baseline Security
Analyzer Help

[ About Microsoft Basslins Security
Anatyzer =

[ Microsaft Security Web site =

=101

Pick a computer to scan

Specify the computer you wank ko scan. You can enker either the conputer name of its IP
address.

Computer name: [ {this computer) |
1P address: T -

Security repart name: [erdomaints - % computerhamess (Fodates)

Options: ¥ Check Far Windows vulnerabilities

¥ Check For weak passwords

¥ Check For TIS yulnerabiities

¥ Check For SQL vunerabilties

¥ Check Far security updates
™ Use SUS Server:

Learn mare about Scarning Options

&)l start scan

Ace/Agent Results:
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@ Microsoft Baseline Security Analyzer

Microsoft Baseline Security Analyzer

[ wielcome

[ Pick a computer to scan

[ Pick multiple computers o scan
[ Pick & security report to view

[ View a security repart

See Also

[ Microsaft Baseline Security
Analyzer Help

[ About Microsoft Baseline Securl
Analyzer

RAsrt| | A E S @ D

Baseline Security Analyzer

View security report

Sort Order:

=18] x|

Computer name: : [

IP address: 192,168,
Security report name: -
Scan date: 7/18/2003 8:43 AM
Scanned with MBSA version: 111

Security update database version:  1.0,1.492
Security assessment:

Security Update Scan Results

Complete Ace/Agent Results:

(07-18-2003 08-43 AM)

Sewere Risk (One or more critical checks faled.)

Test Score Issue Details

Security updates | Vulnerabilities Windows Security | 37 security
Check failed Updates updates are
(critical) missing, are out of

date, or could not
be confirmed.

Security updates

Vulnerabilities

Windows Media

1 critical security

Check failed Player Security updates are
(critical) Updates missing.

Security updates | Vulnerabilities Exchange Server | Exchange Server
Check not Security Updates | is not installed.
performed

Security updates | Vulnerabilities SQL Server SQL Server is not
Check not Security Updates | installed on this
performed computer.

Security updates | Vulnerabilities IIS Security [IS is not running
Check not Updates on this computer.
performed

Windows Scan Vulnerabilities Local Account Some user

Results Check failed Password Test accounts (2 of 5)
(critical) have blank or

simple passwords,
or could not be
analyzed.

Windows Scan
Results

Vulnerabilities
Check failed (non-

Password
Expiration

Some unspecified
user accounts (4 of
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critical) 5) have non-
expiring
passwords.
Windows Scan Vulnerabilities Restrict Computer is
Results Check failed (non- | Anonymous running with
critical) RestrictAnonymous
=1. This level

prevents basic
enumeration of
user accounts,
account policies,
and system
information. Set
RestrictAnonymous
= 2 to ensure
maximum security.
(Findings 1)

Windows Scan
Results

Vulnerabilities
Check failed (non-
critical)

Administrators

More than 2
Administrators
were found on this
computer.

Windows Scan Vulnerabilities File System All hard drives (1)
Results Check passed are using the NTFS
file system.
Windows Scan Vulnerabilities Guest Account The Guest account
Results Check passed is disabled on this
computer.
Windows Scan Vulnerabilities Autologon Autologon is not
Results Check passed configured on this
computer.
Windows Scan Additional System | Additional Windows Version
Results Information information Computer is

running Windows
2000 or greater.

Windows Scan

Additional System

Best practice

Logon Success

Results Information Auditing and Logon Failure
auditing are both
enabled.

Windows Scan Additional System | Additional Shares 0 share(s)

Results Information information are present on

your computer.

Windows Scan
Results

Additional System
Information

Best practice
Services

Some potentially
unnecessary
services are
installed.

Internet

Additional System

Best practice

IIS is not running
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Information Information IIS Status on this computer.
Services (IIS)
Scan Results
SQL Server Scan | Product Status SQL Server SQL Server is not
Results Status installed on this
computer.
Desktop Vulnerabilities IE Zones Internet Explorer
Application Scan | Check failed zones do not have
Results (critical) secure settings for
some users.
Desktop Vulnerabilities Macro Security Macro Security 4
Application Scan | Check failed (non- Microsoft Office
Results critical) product(s) are
installed. Some
issues were found.
Desktop Vulnerabilities Outlook Zones Microsoft Outlook
Application Scan | Check passed 2000: No security
Results issues were found.

Ace/Server Results:

€ Microsoft Baseline Security Analyzer

i Baseline Security Analyzer

Microsoft Baseline Security Analyzer

[ vWelcome
[ Pick a computer to scan

[ Pick multiple computers to scan
[ Pick a security report ta view

[ View & security report

See also

[ Microsoft Baseline Security
&nalyzer Help

[ about Micrasoft Baseline Security
&nalyzer

[ Microsoft Security Web site

Actions

& print
Copy

View security report

Sort Order: | Score {worst First) = i

= -

x Restrict ‘Computer is running with Restrictanonymous = 1. This level
Anonymous  prevents basic enumeration of user accounts, account policies,
and system i ion. Set Restricts = Z to ensure

mEximum security.
Wihiat was scanned How to correct this

, Local Account  Some user accounts (1 of 5) have blank or simple passwords, or
Password Test could not be analyzed.

What was scanned  Result details

is not ©
Whiat was scanned

Complete Ace/Server Results

Test Score Issue Details
Security updates | Vulnerabilities Windows Security | 12 security
Check failed Updates updates are
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(critical)

missing, are out of
date, or could not
be confirmed.

Security updates

Vulnerabilities

Windows Media

1 critical security

Check failed Player Security updates are
(critical) Updates missing.

Security updates | Vulnerabilities lIS Security No critical security
Check passed Updates updates are

missing.

Security updates

Vulnerabilities

Exchange Server

Exchange Server

Check not Security Updates | is not installed.
performed
Security updates | Vulnerabilities SQL Server SQL Server is not
Check not Security Updates | installed on this
performed computer.
Windows Scan Vulnerabilities Password Some unspecified
Results Check failed (non- | Expiration user accounts (3 of
critical) 5) have non-
expiring
passwords.
Windows Scan Vulnerabilities Restrict Computer is
Results Check failed (non- | Anonymous running with
critical) RestrictAnonymous
= 1. This level

prevents basic
enumeration of
user accounts,
account policies,
and system
information. Set
RestrictAnonymous
= 2 to ensure
maximum security.
(Findings 1)

Windows Scan
Results

Vulnerabilities
Check passed

Local Account
Password Test

Some user
accounts (1 of 5)
have blank or
simple passwords,
or could not be
analyzed.

Windows Scan
Results

Vulnerabilities
Check passed

File System

All hard drives (1)
are using the NTFS
file system.

Windows Scan
Results

Vulnerabilities
Check passed

Guest Account

The Guest account
is disabled on this
computer.
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Windows Scan

Results

Vulnerabilities
Check passed

Autologon

Autologon is not
configured on this
computer.

Windows Scan

Vulnerabilities

Administrators

No more than 2

Results Check passed Administrators
were found on this
computer.

Windows Scan Additional System | Additional Windows Version

Results Information information Computer is

running Windows
2000 or greater.

Windows Scan

Additional System

Best practice

Logon Success

Results Information Auditing and Logon Failure
auditing are both
enabled.

Windows Scan Additional System | Additional 0 share(s) are

Results Information information present on your

Shares computer.

Windows Scan Additional System | Best practice Some potentially

Results Information Services unnecessary
services are
installed.

Internet Vulnerabilities Sample Some IS sample

Information Check failed Applications applications are

Services (I1S) (critical) installed.

Scan Results

Internet
Information
Services (I1S)
Scan Results

Vulnerabilities
Check failed
(critical)

Parent Paths

Parent paths are
enabled in some
web sites and/or
virtual directories.

Internet Vulnerabilities IIS Lockdown Tool | The IIS Lockdown
Information Check failed tool has not been
Services (I1S) (critical) run on the

Scan Results machine.

Internet Vulnerabilities Msadc and Scripts | MSADC virtual
Information Check failed (non- | Virtual Directories | directory was

Services (I1S)
Scan Results

critical)

found under the
default web site.
Scripts virtual
directory was
found under the
default web site.

Internet
Information
Services (I1S)
Scan Results

Vulnerabilities
Check passed

[IS Admin Virtual
Directory

ISADMPWD
virtual directory is
not present.
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Internet
Information
Services (I1S)
Scan Results

Additional System
Information

Best practice
Domain Controller
Test

IIS is not running
on a domain
controller.

Internet
Information
Services (I1S)
Scan Results

Additional System
Information

Best practice IIS
Logging Enabled

Some web or FTP
sites are not using
the recommended
logging options.

SQL Server Scan | Product Status Best practice SQL | SQL Server is not

Results Server Status installed on this
computer.

Desktop Vulnerabilities IE Zones Internet Explorer

Application Scan
Results

Check passed

zones have secure
settings for all
users.

Desktop Vulnerabilities Outlook Zones No Microsoft Office
Application Scan | Check not products are
Results performed installed

Desktop Vulnerabilities Macro Security No Microsoft Office
Application Scan | Check not products are
Results performed installed

Conclusion:

The RestrictAnonymous variable is set to 1 (for both machines) and does not
match the standard. Considering that both machines are susceptible to attack (by
null session), this test has failed.

Test #6 (Stimulus/Response #1) TEST FAILED
Test OS Password complexity

Testing Results:

Installed LC4 locally on Ace/Agent and Ace Server.
Selected a Common Password Audit (Trial version does not support the brute

force option).
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Choose Auditing Method x|

Choose Auditing Method

€ Quick Pazzword Audit

Thiz method checks only for zimple passwaords that
wou could find in a dictiohary.

& Common Pagsword Audit

This method checks for simple passwards that you
could find in a dictionary, as well ag comman
modifications of dictionary waords.

" Strong Password Audit

Thiz method checks for zimple passwaords that you
could find in a dictionary. common modifications of
dictionary words, and performe a brute force attack
that attemptz all combinations of standard letters
and numbers.

™ Custom [Eustan O pticns... |

< Back I Menst » I Cancel

Ace/Client Results:

The usernames/hashes were “blanked” for security reasons

=/ @stake LC4 - [Untitled1]

=18l x|

File View Import Session Help

EEEEEPA I EE

Domain [ User Name [ LM Password [ <& | NTLM Passward [ LM Hash | NTLM Hash DICTIONARY STATUS
Esl Adrinistrator * empty # % *empty® words total
£ Guest * emply * x  Fempty* 2
4 -
£ 123456 x 123956 J55-gane
£ 2rG -ooos

BRUTE FORCE

X
& Auditing session completed,
i
_ Dictionary
_ Hybrid
o Brute Force
stake

4 | i

Dictionary 1 of 1 [Ci{Program Files\@stakell.C4{wards-engish, dic]

start ||| ] @ 50 @ @ 7| 5) Soarch Resuies | B ciwnTSystemz2icnd... | 19 @stake L4 - [UntiedL] (L D@ Emag susam

(Findings 2)
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Ace/Server Results:

[l @stake LC4 - [Untitled1]

File View Import Session Help

HedB 20l rudvren &4

Domiain ‘ User Mame 1 LM Password ! <& I MTLM Password 1 LM Hash DICTIONARY STATUS |

L5 Adrinistrator words totall

L 5] * * * * 29156)/

' st empty * Empty | words_done |

I £ USR_ Zaisef

L $ TWAM_L % donej
g Tt x

. x| BRUTE FORCE |

) ) time_elapsed |

Auditing session completed. Ocd Oh Om Os|

time left |

= | ey

current test |

kevrate '

SUMMARY |
1% total users
=

4 |
Dictionary 1 of 1 [C:\Program Filesy kel C4iwords-english. dic]

(Findings 3)

Attempt to change administrator password to a value of 123456 on Ace/Agent
and Ace/Server

Ace/Agent Results

E Computer Managemenkt o |E||£|
J Action  Wiew |J &= = ||>< |@
Tree I Mame 7 Full Name Description

@ Computer Management {Local) EBuilt-in account For administeri
Elm System Tools
@ Ewent Yiewer L #i Al Tasks »
) System Information L #i ———

&4 Performance Logs and Alerts g Delete
Shared Folders R‘EHL

Built-in account for guest acce:

5, Device Manager

] Local Users and Groups
4] Users Help
| Groups

[—]& Storage

i-.[_]] Disk Management
Disk Defragmenter
=3 Logical Drives

@ Removable Storage
[]--& Services and Applications

Properties

1| | i

Set the user's password. |
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E Computer Managemenkt

J Action  Wiew |J L | |

=10l x|

B2 |

Tree I

@ Computer Management {Local)

=] m System Tools

! @ Event Yiewer

% System Information

ﬁ Performance Logs and Alerts

Shared Falde EFEESET
7 Device Mana

- Local Users & pagy passward:
a Users

! (Z3 Groups
= 59 soreae

Local Users and Groups

Confirm password:

Name / | Full Marne | Description
lg.ﬂu:lministrator Built-in account For adminiskerir
QGuest Built-in account for quest acce:

£
4

21|

° The following error occurred while attempting to set the password For user Administrator:

The password does not meet. the password policy requirements, Check the minimum password length, password
complexity and password history requirements,

L

The change attempt was refused. (Findings 4)

ACE/Server

E Computer Management

Trael

g Computer Management {Local)
= g System Tools
B Tﬂ Event Viewer
=+ g System Information
ﬁ Performance Logs and Alerts
Shared Folders
2. Device Manager
Local Users and Groups
_j Users
'—_"l Groups
= @ Storage
[_ 1 Disk Management
E?. Disk Defragmenter
= Logical Drives
B @ Removable Storage
= & Services and Applications

(EAREIREY

<

£Guest -
sk _
Wroram_ kol
ETsInternetU Delete

Rename
Properties

Help

count Built-in account For anonymous
<< focount  Built-in socount for Internet In
This user account is used by Te

iSa:theu;efspaWd.
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S — =AM =101 x|
| ation vew || & = Bl@m X &BE &
Tree I Name | Full Name I Description
g Computer Management {Local) gﬂmmm Built-in account For administerir
= i System Tools sGUESt Built-in account For guest acce:
= :ﬂ Event Yiewer EIUSR_ Inkernet Guest Account Built-in account For anonymous
& g System Information QIWAM_ .. Launch IIS Process Account  Built-in account For Internet In
=& Performance Logs and Alerts *' . 7] x| by Te
&g Shared Folders
= Device Manager New pazsword I
8 Local Users and Groups
Sy Users Confirm password: I
1 Groups
=% Storane ‘ ‘
Local Users and Groups k x|
e The Following error accurred while ing to set the p d For user Admin
The password does not meet the password policy requirements. Check the minimum passwaord length, password
= rcomplexity and password history requirements.
1 - |
T
i

The change attempt was also refused. (Findings 4)

Conclusion:
An ACE/Agent password was cracked easily and does not meet the complexity
requirements. Test has failed.

Test #7 TEST FAILED
Account policies check.
Testing Results:

Downloaded and installed the CIS scoring tool and Common baseline templates
(http://www.cisecurity.org/bench win2000.html).

Open up the MMC: Start->Run->MMC

Click on Console->Add remove snap-In then Click on Add

Double click on The Security configuration and Analysis then click on Close
Click OK to come back to the main MMC window

Follow the instruction on screen and create a new database

When you are prompted to import a template, use CIS-Win2K-Level-I-v1.1.7.inf
file from the CIS scoring tool install directory.

Right click on the SEC tab and Start to analyze the machine.

Compare the results with the template (Database setting is the template,
Computer Setting Is the current settings).

ACE/Server Results:
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i7i Consolel

|| acion vew Favartes || ¢ = |BmE X B & i

Tree | Favorites | Policy  + | Database Setting | G Seting |
Erfwuepassmdﬁsmry 24 passwords reme... 3 passwords remem...
Maxirunpas&mdage ol days 42 days
I'-memwdage 1 daws 0 days
Mh'mmpa-gsmr\diengﬁ'l & characters & characters
[79Passwords must meet complexity r... Enabled Enabled

Sm'e passwiord using reversible e...  Disabled Disabled

Minimum password length is too small (Findings 5)
Password history is too short

"Hi Console1

T,Belle Favorites Menu !mm ]@EEE l

89 account lockout duration 0 mirutes 30 mirutes

=) Security Configuration B account lockout threshold Sinvalid logon stte...  Sinvalid logon atte...
@mm Mmﬁbﬂu}tmﬂaﬂa &0 miniutes 30 minutes

Account lockout duration too short (Findings 6)
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© SANS Institute 2003,

Account lockout counter too short

Ace/Agent Results

7m Consolel - [Console Rook'Security Configuration and Analy:

J% Console  Window  Help

es' Password Pol ;IEILI
I EN ST
|J Action  Wiew  Favorites |J e = | | B2 |

Tree I Favarites I

Palicy  #

| Computer Setting
EnForce password history

| Database Setting

(_1 Conscle Root 24 passwords reme.., 3 passwords remer, ..

EI@ Security Canfiguration Maximum password age 90 days 42 days
EI@ Account Policies inimum password age 1 days 0 days

Minimum password length
asswords must meet complexity requirements
Store password using reversible encryption for all users in the domain

g characters
Enabled
Disabled

6 characters
Enabled
Disabled

Password Policy
Account Locko
-8 Local Policies
- Event Log
{28 Restricted Groups
@ System Services
@ Reqistry

{28 File System

|<| i wiE | i

Minimum password length is too small (Findings 7)
Password history is too short

il Console1 - [Console Root'Security Configuration and Analysis'Account Polici

Jnﬁ] Console  window  Help

] =l
D@l @ ||
|J Action  Yiew  Eavotites H e = | | x | B |

Tree I Favorites |

Policy  /

| Database Setting | Computer Setting

[ Conscle Root A([nunt lockout: duration 60 minukes 30 minukes
E@ Security Configuration coount lockout threshold Sirvalid logon atte...  Sinvald logon atte. ..
=8 Account Policies eset account lockouk counter after 60 minutes 30 minutes

Password Policy
Account Lockout Policy
Local Policies

Ewvent Log
{8 restricted Groups
@ System Services
@ Reqistry
{8 File system

< i mlml |2
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Account lockout duration too short. (Findings 8)
Account lockout counter too short.

Conclusion:
All test have failed. The settings are not restrictive enough.

Test #9 TEST PASSED
All users “except:” clause is invoked

Testing Results:

As an administrator: Open My computer->Control Panel-> RSA ACE/Agent tab.
Go to the Local tab and see what the Challenge field is showing.

RSA ACE/Agent for Windows 21x]

Main  Local | Advanced

— Challenge
&l users encept | |4 \RSA-Admin | Select |
— Optionz

[" Send Domain with Usemame to BSA ACE AServer

¥ Enable Screen Saver Security

v Enable Reserve Password

Pazswiard: I xxxxxxxxxxxx
WETT I xxxxxxxxxxxx
ok | cance Apply Help
(Findings 9)

Since the “All users except” clause was used we must check that the group in
question is not an administrator group

These are the accounts belonging to the RSA-Admin group.
(Account names were blanked)
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RSA-Admin Properties

General |

@ RS A-Admin

Description:

Members:

E4
£
4

Add... | Femove |

QK I Cancel | Apply | ;

Now we have to make sure that the accounts do not belong to the Administrator

group. (Findings 9)

Here are the members of the Administrator Group:

Administrators Properties

General I

‘g Administrators

2lx|

=18l

D escription: mplete and unrestricted

Mermbers:

| Descripkion

QAdmimslralnr
!,’;3 sDomain Adming
b

Add.. Remave |

Supports file replication in a domain

Close I Caniel |

Apply

Administrators have complete and u...
] Backup Operators can override secu. ..
Guests have the same access as me...
Power Users possess mast administr ...

Usets are prevented from making ac. ..

The accounts belonging to the RSA-Admin group do not belong to the
administration group of the machine or the domain. (Findings 9)

Conclusion:

Test Passed. RSA-Admin group accounts do not have administrator privileges.
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Test #10 TEST FAILED

Sdconf.rec file used at install is current and the same as the one generated on
the Server.

Testing Results:

Downloaded md5sum.exe (http://www.etree.org/md5com.html) and compared
the 2 files in questions

ACE/Server: Go to the RSA configuration directory (usually
C:\RSA\ACE\Data\Config_files)

And copied the Sdconf.rec file to a floppy (Renamed file to Server-Sdconf.rec)

Client: Searched for the Sdconf.rec file on the client (Start->Search->For Files or
Folders) and copied it to the same floppy (Renamed file to Client-Sdconf.rec).

&\ Search Results =] 3]
J File Edit ‘View Favorites Tools Help ﬁ
J mback - = - [T HQSearch [P Folders £ Aristory ‘% E X = ‘ -
| acddress [3) search Resus =] ew
Search x || 1 el — I 4
i Select an item ko view its description,
Frow | @ Al -
«
[@ Search for Files and Folders Search Results
Search for files or folders named
|sdzontrec
Containing text | Name | 10 Folder
| 18] sdcorf rec Ci\Documents and Settings)  |Recent
sdconf rec Crutilsirsa_agentiAceAgent_55_twzkeP\acedntint_i3s6
Look in: (0] sdcarf rec Chutilsirsa_agentiAceAgent _55_W2kxP\acesuppisdadmregint_i366
[= Local Hardatives 11 | Vet CHVINNTISYSTENSZ
SRR
Search Options >3
Search for other items:
Files or Folders
Computers
Penple
Intemet
1 | i
4 file(s) Found v

Copy md5sum.exe to the floppy

Open a CMD window (Start->Run->CMD) and go to the floppy drive (type A:)
At the prompt type “md5sum *.rec”

Output
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SWINNT system32 ' cmd.exe

Uolume in deive A has no lahel.
Uolume Serial NHumber is CB3E-2623

Directory of Az

18:88a 1,824 Server—sdconf . rec
18:4%a 1,824 Client—sdconf .rec
12:28p 47,152 mdSsum.exe

2 Fileds> 51,288 hytes

B Dirds> 1.486,.464 hytes free

A mdSsum *_rec
7875130e2afab286dcebhf 756883 bchob =Server—sdconf .rec
630c?5af8hfd?7629d155cedaeeBhdlf3 =#Client—=sdconf .rec

Azw2

(Findings 10)
Conclusion:
The Checksum’s do not match. This means that the files are not identical.

Test has failed.

Test #12 (Stimulus/Response #2) TEST PASSED
SecurlD next tokencode checks

Testing Results:

ACE/Server: Open up the Configuration Management console (Start->Programs -
> RSA ACE/Server -> Configuration Management

Click on Agent
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RSA ACE/Server Configuration Management

=0 =0

&@

The Values match the default minimum values. (Findings 11)

Now we must test that 3 consecutive failed logons will put the token into Next
token Mode.

RSA SecurID Authentication

RSA

RS54 SeculD Card |

[ EmerUseiamey [T

We input random passwords (4 times). Each time we get the same results:

The access denied screen
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Q Access denied.

When we enter a valid Passcode, we get the following screen:

(Successful logon after at least 3 consecutive failed attempts)

Mext Tokencode

RS5A
e Mert Tokencode iz required!

Fleaze enter the next code dizplayed by
yaLr taken.

| Mext Tokencode : I

Cancel |

This implies that our failed attempts successfully set the Token to Next Token
mode. (Findings 11)

Now we must verify that the Ace/Server Logs reflect the change.
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(Findings 11)

We will now test 10 consecutive failed attempts.

Like on the previous test, the 10 consecutive failed logins resulted in the Access
Denied Screen. We then checked the ACE/Server Logs to verify that the token
was indeed disabled:

Activity report

(Findings 12)
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Conclusion:
Both checks were successful. Test Passed.

Test #13 (Stimulus/Response #3) TEST PASSED
SecurlD Access logs are backed/maintained and consulted regularly

Testing Results:
Verify that the fields being logged are adequate.

The fields being logged must match the minimum Default values. If a high level of
security is required. All message fields should be enabled.

Edit Log Criteria

Fie Syster

Message Types = Selected Messages =
Unsupported protocol BATC
Unsupported protocol CER1

) ELDa [
Accepted new Primary conn
Accepting a new primary Unsupported protocol DEFE
ACCESS DENIED for losttol |a Unsupported protocol SPEC
ACCESS DENIED, auth lock User not on agent host
_'Ij << all

1 41 >
Message Category: lA]l

N

Compare String: i*

Wil .

Current Login: ! Select
User Name: !‘ Select
Affected Token: !’ Select
Agent Hostname: ]* Select

Server Name: i‘

S [ ok | Default | Help |
(Findings 13)

All Logging fields are enabled.

We now inquired on the current log management methods.

Question Response

How do you store your logs? On Tape, at an Offsite location.

How often are logs rotated? They haven'’t been rotated yet. Far
from HD limit.

How often are logs reviewed for Everyday

unusual Errors?

How often are logs reviewed for Everyday
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Access violations?

What is your backup strategy for the Full Backups are made each week,
ACE/Server and how often are With Incremental backups made
backups performed everyday at 1:00 AM.

The answers are compliant with the Security Policy guidelines and meet the
minimum guidelines. The general behavior of administrators matches the survey
results (log reviews were performed regularly, backup tapes were examined, and
proof of offsite storage was shown).

Now we must generate some events and see if they are logged properly.

An account was created for the auditor and the auditor generated some failed
logons.

The Logs showed the following results:

Activity repo . :_ il
From: 87/18/2083 00:808:00 Activity report Date: @7/18/2883 10:46:26
To: 87/18/2863 23:59:59 Page: & of 12
Date Time Current User/Agent Host (Group) fAffected Token ID
Description {Site) Server

Affected User Hame

87/18/2883 14:37:360 kmerabet/ ... 8888
8771872883 18:37:36L ACCESS DENIED, syntax error

8771872803 18:37:36L Karim MERABET

87/18/2883 14:37 480 kmerabet/| ... 86888
8771872803 18:37:48L ACCESS DENIED, passcode incorrect
87/18/2803 18:37:48L Karim MERABET

07/18/2883 14:37:480 kmerabet/ ... 8888
8771872883 18:37:48L Hext tokencode On

8771872803 18:37:46L Karim HERABET

Previous: Hext | Go to |"a!l'!=l 12 Exit |
(Findings 14)

The Failed logons were successfully logged. Logging seems to be working
properly and all prior test events were found.

Conclusion:
Logging is working as intended. All fields are logged and seem to be behaving
properly. Test Successful.
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Test #17 (Stimulus/Response #4) TEST PASSED
PIN Length and type is correct

Testing Results:

Checking the Edit System Parameters menu on the Administration Console:
x|

License ID:
Customer name:

¥ #Allow agent host auto-registration:

[ Automatically delete replaced tokens from database
v Store time of last login in token records

¥ allow Push DB Assisted Recovery

¥ Allow remote administration

All user passwords expire in [1-365]: W day(s]

Administrator authentication methods:

v SecurlD Cards and Fobs [~ SecurlD Software Tokens
[ Lost Token Passwords ¥ User Passwords
PIN Options:
¥ User-created PINs allowed Min PIN length [4]: |!|_
[” User-created PINs required Max PIN length [8]: Is_

v Alphanumeric PINs allowed

RSA ACE{Server Date and Time:
Current server date and time: 07/17}2003 17:14:52 [UTC]
Computed offset currently applied: 0 SEC.
Setclockoffsetto 0 | Setclockoffset by token

[ ok | cancel | Help |

Min Pin Length = 4

Max Pin Length =8

Alphanumeric PINS should be allowed = Checked
(Findings 15)

The Settings match the default values.

Now we must check if the ACE/Server will accept wrong values and verify that
alphanumeric PINs work.

New Token was assigned to auditor and Set to New PIN Mode.
Auditor must input only the token number to get access to the Create Pin Screen:
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RSA SecurID Authentication

SecorlD

| Chooss Taken: [R54 SeculD Card
RS54 SecurlD Card

]

¢ | Enter User Name : IkmerabEt

Enter yaur PASSCODE to authenticate with pour

3 SecurlD card.
| EnterPASSCODE: [
Cancel |

At the Create New PIN Menu
Attempt to create a 3 Char PIN:

SecorlD

RS54 ACE/Server wil generate PIN

A new PIM iz required!

& | will create PIN

Enter pour new FIM, containing 4 to 8
characters.

Command Failed.

At the Create New PIN Menu
Attempt to create a 9 Char PIN:
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A new PIN iz required!

" RS54 ACE/Server will generate PIN

| will create PIN

Enter your new PIN, containing 4 to 8
characters.

More than 8 characters PIN not allowed (cannot fit in box)

(Findings 16)

Attempt to create an alphanumeric PIN:

R35A

SecorlD

" RS54 ACE Server will generate PIN

& new PIM iz required!

f* | will create PIM

Erter your new PIM, containing 4 to 8
characters,

| PlN Ixxxxxxxx

| Ennhrm Ixxxxxxxx

QK. Cancel

The PIN was allowed. Test was successful.
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(Findings 17)

Conclusion:
All tests were successful. Test is then successful.

Test #18 (Stimulus/Response #5) TEST PASSED
Access times are set correctly

Testing Results:
Start the Administration console. Click on user->edit users
For each users Click on Edit Access times

Make sure that the Access time is set to normal working hours + Offset time.

User Name:

- Tue | Wed Sat
First and last na1 Enable &ll

Default log Disable All |
Default sh |

Inwvert Selections

& Local User

Set Work Week: IWDrk Hour vl
Serial Num

Tokens: I~ 24Hour Time

0: Original  When a time is highlighted,
the user can gain access at
Role: <none> any time during that hour.

S ElnE Frile Time is determined by the

location of the RSA ACE{Server,
[~ Temporary user  not the location of the
Start date; 127: agent host on which the user is
¥ Allowed to create  authenticating.

2 2
3 3
5 5
5 5
6 6
7 7
8 8
g 9
8 8
1 1

E - =B VI = N g - I
S @mYeee~AEN
I -0 B - Y Y UL
=k @m0 00 = O WAL RS

2
3
y
5
6
7
8
2
8
1

—h -
=k =k
b b
-,
=k =k
b b
=k ko

Assign Toke OK | Camxil LA

Group Members

Set{Change User Password... Remowe User Password Edit Access ﬁmes...

Assign Profile... Hemowve Profile &ssignment Delete Uger
Yiew LDAP Source...

Access times limits are not set for administrators. SecurlD authentication is
allowed at all hours. These are “general use” machines and administrators are
allowed to use them at all hours. This is an acceptable policy for this particular
infrastructure. Normal users are restricted to normal work hours + 5.
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Gt User ) | -

x|
User Name:
Mon| Tue| Wed| Fri | Sat| Sun|
Enable All 12a [ 12a [ 12a 12a [ 12a
1 1
r H 2 2
Loc Disable All 3 3
Q 3 4
Tokens: Invert Selections I i 2
F 7
Set Work Week: |3Mﬂ -5PM 'I 8 8
o 9
Role: < [~ 24-Hour Time :: ::
G Hoon |Hoon
Pl e g A R P | 1P
the user can gain access at ; g
I Temp any time during that hour. u 5
Stal  Time is determined by the o z :
¥ &Allow |gcation of the RSA ACE}Server, 7 7
not the location of the : :
4 - -
agent host on which the user is 18 18
Grol  authenticating. 11 11
S hz
etc [ oKk | cancel| Help |
i
w‘.'l’ TS OOoarcCa. I
OK | Cancel | Apply LS Changes| Setan s Help

(Findings 18)
We must still test the effectiveness of the Access time feature.

The auditor’s SecurlD access time was changed for testing purposes.
Access Time was set from NOON to 8PM
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First and last name: [Karim [MERABET
User Access Time Editor {for enabled agent hosts} e

User Name: Karim MERABET

Mnn| Tue| Wed| Thu| Fl'i| Sai' Sun
Enable All | 12a [ 12a [ 12a [ 12a [ 12a [ 12a [ 12a

2

1 1

a 2 2
Disable All | 3 3

L y

Invert Selections | | 5 5
AM [ [

7 7

SethrkWeek_‘lH]AM—?PM vl 8 8
9 9

[~ 24-Hour Time :: 18

VWhen a time is highlighted.
the user can gain access at
any time during that hour.
Time is determined by the
location of the RSA ACE{Server,
not the location of the
agent host on which the user is
authenticating. o
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The auditor now attempted to logon at an improper time with the Test Connection
Directly of the ACE/Agent.

Test connection on ACE/Agent machine at 11:09 AM
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Now we must verify that the logs reflect this attempt at logon.
Logs on Ace/Server

Activity report

,astart H m e Iﬁ! “ EuntitladfPa\nt

From: 87/18/2003 06:00:08
'[}: 8771872883 23:59:59
Date Time Current User/fgent Host (Group)

RSA ACE/Agent for Window:

Main |Loca| | Advamcedl

RSA SecurID Authentication I

~ RS& ACE/Server Limits RS54 ACE /Servers

DES Enabled: ‘es
Client Reties: &

Bllll R 54 ACE/Agent Authentication

— R5& ACE/Server
Service: Q Access denied.

Protocok J

Configuration Wersion: 12 (192168

2

- F58 ACE /S erver crprmmmerrrormremorT

Server Felease: 5.1.32.0 FiSA ACE /Server Test By Proxy

Communication: 5

R5& ACEServer Status

Help

Cancel | Aoply | Help

| @testokﬁncodﬂ - Pairk

|[ZZrsA Securm Authe

x|
Activity report Date: 87/18/72803 11:18:43
Page: 22 of 22

Affected Token ID
Description {Site) Serwver

Affected User Hame

87 /1872083
87 /18720083
87/18/20883
87 /18720883
87 /1872003
87 /1872083
87 /1872083
87 /18/2083
8771872083

15:89:830 Administrator

11:689:83L Edited access times

11:89:83L Karim MERABET

15:89: 840 Administrator

11:89:840 Edited user

11:89:840 Karim MERABET

15:89:18U0 kmerabet/ focs ===

1 :89:1..; user access times enabled s

11:89:18L ——

§Preuinus§

Next I Go to ]l'agﬂl 22 Exit I
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(Findings 19)

Conclusion:

Test was successful; all features are working as intended.

Test #20 TEST PASSED
Check logon success and logon failure auditing

Testing Results

Ace/Agent Results:

@ Microsoft Baseline Security Analyzer

Microsoft Baseline Security Analyzer

K 7Baeline Security Analyzer

View security report

=18] x|

[ View a security repart

See Also

1
192,168,

111
Security update database version: 1.0.1.492

Security assessment:

[ Microsaft Baseline Security
Analyzer Help

RAsrt| | A E S @ D

Security Update Scan Results

Complete Ace/Agent Results:

of date, or could not be con

(07-18-2003 05-43 AM)
7i18/2003 8:43 AM

Sewere Risk (One or more critical checks faled.)

firmed.

SOME =g

2:50 Ak

Test Score Issue Details

Security updates | Vulnerabilities Windows Security | 37 security
Check failed Updates updates are
(critical) missing, are out of

date, or could not
be confirmed.

Security updates

Vulnerabilities

Windows Media

1 critical security

Check failed Player Security updates are
(critical) Updates missing.

Security updates | Vulnerabilities Exchange Server | Exchange Server
Check not Security Updates | is not installed.
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performed

Security updates | Vulnerabilities SQL Server SQL Server is not
Check not Security Updates | installed on this
performed computer.

Security updates | Vulnerabilities lIS Security IIS is not running
Check not Updates on this computer.
performed

Windows Scan Vulnerabilities Local Account Some user

Results Check failed Password Test accounts (2 of 5)
(critical) have blank or

simple passwords,
or could not be
analyzed.

Windows Scan Vulnerabilities Password Some unspecified
Results Check failed (non- | Expiration user accounts (4 of
critical) 5) have non-
expiring
passwords.
Windows Scan Vulnerabilities Restrict Computer is
Results Check failed (non- | Anonymous running with
critical) RestrictAnonymous
=1. This level

prevents basic
enumeration of
user accounts,
account policies,
and system
information. Set
RestrictAnonymous
= 2 to ensure
maximum security.

Windows Scan
Results

Vulnerabilities
Check failed (non-
critical)

Administrators

More than 2
Administrators
were found on this
computer.

Windows Scan
Results

Vulnerabilities
Check passed

File System

All hard drives (1)
are using the NTFS
file system.

Windows Scan
Results

Vulnerabilities
Check passed

Guest Account

The Guest account
is disabled on this
computer.

Windows Scan Vulnerabilities Autologon Autologon is not

Results Check passed configured on this
computer.

Windows Scan Additional System | Additional Windows Version
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Results

Information

information

Computer is
running Windows
2000 or greater.

Windows Scan

Additional System

Best practice

Logon Success

Results Information Auditing and Logon Failure
auditing are both
enabled.
(Findings 20)

Windows Scan Additional System | Additional Shares 0 share(s)

Results Information information are present on

your computer.

Windows Scan

Additional System

Best practice

Some potentially

Results Information Services unnecessary
services are
installed.

Internet Additional System | Best practice IIS is not running

Information Information [IS Status on this computer.

Services (I1S)

Scan Results

SQL Server Scan | Product Status SQL Server SQL Server is not

Results Status installed on this
computer.

Desktop Vulnerabilities IE Zones Internet Explorer

Application Scan | Check failed zones do not have
Results (critical) secure settings for
some users.
Desktop Vulnerabilities Macro Security Macro Security 4
Application Scan | Check failed (non- Microsoft Office

Results

critical)

product(s) are
installed. Some
issues were found.

Desktop
Application Scan
Results

Vulnerabilities
Check passed

Outlook Zones

Microsoft Outlook
2000: No security
issues were found.

Ace/Server Results:
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€ Microsoft Baseline Security Analyzer

N&' Microsoft . .
£ Baseline Security Analyzer

Microsoft Baseline Security Analyzer

[ vWelcome
[ Pick a computer to scan

[ Pick multiple computers to scan
[ Pick a security report ta view

[ View & security report

See also

[ Microsoft Baseline Security
&nalyzer Help

[ about Micrasoft Baseline Security
&nalyzer

[ Microsoft Security Web site

Actions

& print
Copy

@ 2002-2003 Microsoft Corporation, Shavlik Technologies, LLC. A&l rights resarved.

View security report

Sort Order: | Score {worst First) = ]

e N |
x Restrict ‘Computer is running with i
Anonymous  prevents basic enumeration of user accounts, account policies,

and system i i

= 1. This level

ion. Set Restricts = 2 to ensure

mEximum security.
Wihiat was scanned

How to correct this

, Local Account  Some user accounts (1 of 5) have blank or simple passwords, or
Password Test could not be analyzed

What was scanned  Result details

is not ©
Whiat was scanned

Complete Ace/Server Results

Test Score Issue Details

Security updates | Vulnerabilities Windows Security | 12 security
Check failed Updates updates are
(critical) missing, are out of

date, or could not
be confirmed.

Security updates | Vulnerabilities Windows Media 1 critical security
Check failed Player Security updates are
(critical) Updates missing.

Security updates | Vulnerabilities IIS Security No critical security
Check passed Updates updates are

missing.

Security updates | Vulnerabilities Exchange Server | Exchange Server
Check not Security Updates | is not installed.
performed

Security updates | Vulnerabilities SQL Server SQL Server is not
Check not Security Updates | installed on this
performed computer.

Windows Scan Vulnerabilities Password Some unspecified

Results Check failed (non- | Expiration user accounts (3 of
critical) 5) have non-

expiring
passwords.

Windows Scan Vulnerabilities Restrict Computer is

Results Check failed (non- | Anonymous running with
critical) RestrictAnonymous
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= 1. This level
prevents basic
enumeration of
user accounts,
account policies,
and system
information. Set
RestrictAnonymous
= 2 to ensure
maximum security.

Windows Scan
Results

Vulnerabilities
Check passed

Local Account
Password Test

Some user
accounts (1 of 5)
have blank or
simple passwords,
or could not be
analyzed.

Windows Scan
Results

Vulnerabilities
Check passed

File System

All hard drives (1)
are using the NTFS
file system.

Windows Scan
Results

Vulnerabilities
Check passed

Guest Account

The Guest account
is disabled on this
computer.

Windows Scan
Results

Vulnerabilities
Check passed

Autologon

Autologon is not
configured on this
computer.

Windows Scan
Results

Vulnerabilities
Check passed

Administrators

No more than 2
Administrators
were found on this

computer.
Windows Scan Additional System | Additional Windows Version
Results Information information Computer is

running Windows
2000 or greater.

Windows Scan

Additional System

Best practice

Logon Success

Results Information Auditing and Logon Failure
auditing are both
enabled.
(Findings 20)

Windows Scan Additional System | Additional 0 share(s) are

Results Information information present on your

Shares computer.

Windows Scan
Results

Additional System

Information

Best practice
Services

Some potentially
unnecessary
services are
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installed.

Internet
Information
Services (I1S)
Scan Results

Vulnerabilities
Check failed
(critical)

Sample
Applications

Some IIS sample
applications are
installed.

Internet
Information
Services (I1S)
Scan Results

Vulnerabilities
Check failed
(critical)

Parent Paths

Parent paths are
enabled in some
web sites and/or
virtual directories.

Services (I1S)
Scan Results

critical)

Internet Vulnerabilities [IS Lockdown Tool | The IIS Lockdown
Information Check failed tool has not been
Services (I1S) (critical) run on the

Scan Results machine.

Internet Vulnerabilities Msadc and Scripts | MSADC virtual
Information Check failed (non- | Virtual Directories | directory was

found under the
default web site.
Scripts virtual
directory was
found under the
default web site.

Internet
Information
Services (I1S)
Scan Results

Vulnerabilities
Check passed

IS Admin Virtual
Directory

ISADMPWD
virtual directory is
not present.

Internet
Information
Services (I1S)
Scan Results

Additional System
Information

Best practice
Domain Controller
Test

IIS is not running
on a domain
controller.

Internet
Information
Services (I1S)
Scan Results

Additional System
Information

Best practice IIS
Logging Enabled

Some web or FTP
sites are not using
the recommended
logging options.

SQL Server Scan

Product Status

Best practice SQL

SQL Server is not

Results Server Status installed on this
computer.

Desktop Vulnerabilities IE Zones Internet Explorer

Application Scan | Check passed zones have secure

Results settings for all
users.

Desktop Vulnerabilities Outlook Zones No Microsoft Office

Application Scan | Check not products are

Results performed installed

Desktop Vulnerabilities Macro Security No Microsoft Office

Application Scan | Check not products are

Results performed installed
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Ace/Agent values are ok.
Ace/Server values are ok.

Conclusion: Both machines login values are correct. Test is successful.

Measure Residual Risk

The SecurlD infrastructure seems to be working as intended but some residual
risk remains.

General Business related risks and Physical access related risks outlined in
Assignment #1 are generally within acceptable levels.

Unfortunately, some residual risk remains in the other categories:
Implementation related risks.

Residual Risk: Improper implementation of the SecurlD software (Test #10)
Recommendation: Make sure that all Sdconf.rec files are updated regularly.
This check should be added to the general patching process.

Cost: Very minor.

The implementation and deployment of the SecurlID infrastructure is good.
Operating System related risks.

Residual risk: Null Sessions are available (Test #4)

Recommendation: Remove null sessions from all systems. Information/Registry

values can be found here: http://www.jsiinc.com/subf/tip2600/rh2625.htm
Cost: Very minor. A simple registry key change is all that is required.

Residual Risk: Easy or non-existent OS passwords and weak policies (Test #6
and Test #7)

Recommendation: Users/Administrators must harden the OS passwords and
policies on the machines. A good guide could be found here:
http://www.sans.org/resources/policies/Password Policy.pdf. Registry values
must match the template (CIS-Win2K-Level-1-v1.1.7.inf).

Cost: Low to medium, Administrators must enforce the Password security
polices in place. An information session could created to help users better
understand the password security process.

Network related risks.
Residual Risk: Traffic is sniffed, and SecurlD information is leaked.

Recommendation: Hubs should be replaced with Switches if possible. This will
limit the amount of information that can be sniffed.
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Cost: Medium to high depending of the size of the company and amount of IT
assets. Upgrading legacy networking equipment should be considered for
various security reasons.

Malicious insider related risks.

Residual Risk: A malicious user changes critical SecurlD files on the Ace/Agent.
Recommendation: Access to important configuration files should be limited and
strict OS level file access policies should be put in place.

Cost: Minimal, most of the file permission settings can be implemented during
the initial deployment of the machines (with Ghost images).

General comments.

Overall, the SecurlD infrastructure is implemented and deployed correctly.
Unfortunately, the general OS security of the machines is lacking. OS level
password policies and general password usage should be examined and should
be made compliant with the security practices defined in the Security Policies.
These residual risks are fairly easy to fix and should be addressed rapidly with
minimal costs.

Considering the audit performed and it's scope, the auditor can state the control
objectives goals were achieved. The SecurlD infrastructure was properly secured
and the general level of the protection provided by the framework is good. The
major residual risks that were left were mostly related to the underlining OS. The
OS security level is very important to a secure SecurlD deployment and should
be protected properly. A more thorough deployment of the CIS-Win2K-Level-I-
v1.1.7.inf template would fix most of the password complexity and password
policies issues and assure a minimum baseline level for the OS. A stricter
template like the Win2k Gold Standard could also be used to strengthen the
underlying OS. The costs of deploying these templates should be small.

Is the system auditable?

The SecurlD system is auditable in general. Most features can be tested properly
following the audit steps mentioned in this paper. The audit’s general objective
was to evaluate the security level of the SecurlID infrastructure. The infrastructure
can be secured properly if the audits steps outlined in this document are
followed. This audits recommendations should be considered as a minimum
baseline for a proper deployment of SecurlD. Networks that contain classified
information would require a more strict approach for most of the tests in this audit
and the checklist items values should be revised accordingly.

The OS password policies and settings were part of the audit process. The
password policies and settings should meet minimum requirements after the
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completion of this audit. Third-party SecurlD enabled applications (like VPN
clients) would also require different audit steps but were not part of the scope of
this paper. This audit only dealt with an Ace/Agent — Ace/Server deployment and
these checklist items should provide a proper level of security

In general, The Control Objectives used in this audit can be considered essential
for a secure configuration. Most can be verified and implemented properly
although Checklist Iltem #13 (Verify that the SecurlD logs and events are
monitored regularly and installed properly) is hard to measure reliably. The
survey done in the test is a good indication of the current procedures in place,
but it does not assure us that the procedures are followed regularly. The second
part of this Control Objective dealt with the proper implementation of logging and
it was successfully tested by the testing procedure. The first part of this Control
Objective can be considered to be non conclusive (although the survey can give
an indication of the importance of log reviews) but taken as a whole, this test is
still worthwhile. The combination of the survey and the logging settings will help
achieving the Control Objective at a respectable level.

Assignment #4 — Audit Report or Risk Assessment

Audit Report.

Executive summary

This audit’s goal was the proper deployment of a SecurlD infrastructure on the
network. The audit scope was limited to the SecurlD infrastructure and
underlying OS password policies. In general the security level is within
acceptable limits. Most of the control objectives were met and the system is
behaving in accordance to the guidelines detailed in this document.

General Audit findings

The SecurlD portion of the infrastructure is, in general, used and deployed
properly. Only one of the tests that dealt with SecurlD failed to meet the
requirements and it was mostly due to poor update/patch management (Please
refer to the Audit findings section below for more details). The failed items are
listed below:

- Sdconf.rec file was not updated correctly.

© SANS Institute 2003, As part of GIAC practical repository. Author retains full rights.



The OS password portion of the infrastructure did not meet security
requirements. Most tests that dealt with Passwords and Account policies did not
meet the necessary requirements. The failed items are listed below:

- Null sessions were available. This is a great source of information for
malicious hackers.

- OS passwords did not meet the minimum requirements.
- Account policies did not meet the requirements.

General Recommendations

- Establish a proper Patch/Update process that will insure that all software is
updated regularly.

- Remove null sessions from machines. This can influence the backup process.

- Enforce the Password policies found in the Security policy. Ensure that all OS
passwords meet the requirements.

- Deploy/Use the CIS-Win2K-Level-1-v1.1.7.inf security template or create a
custom template for all machines.

The issues discovered during this audit can be corrected. In light of the general
poor implementation of the OS account policies on the Ace/Agent and
Ace/Server; a more careful examination of the OS would be advisable
(service/port audit, OS security audit). This will maximize the security benefits of
the SecurlD infrastructure and limit the exposure to attack.

Audit findings
Please refer to Assignment 3 for screenshot evidence of the findings.

Test #4 TEST FAILED
Null Sessions.

Findings 1: The Ace/Server and Ace/Agent allow null session connections. Null
sessions are considered to be a major security risk. Null Sessions take
advantage of flaws in the CIFS/SMB architecture found in most windows
machine. No username or password is required to connect to the machine.
Malicious hackers can gather a great deal of information like the list of users, list
of machines, list of shares and SID (security identifiers) on the network.

Test #6 (Stimulus/Response #1) TEST FAILED
Test OS Password complexity
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Findings 2: On the Ace/Agent, 3 accounts were cracked easily. Administrator,
Guest accounts and another administrator level account. The Administrator and
Guest accounts had no passwords and the second Admin account had a
password of 123456. These passwords do not meet the complexity requirements
and were cracked very easily.

This is obviously a great security risk that reduces the effectiveness of the
SecurlD infrastructure. Remote users could connect to the Admin shares (like
C$) and have access to all the data on the machine. Remote administration
Trojan’s/tools like DAMEWARE (http://www.dameware.com/) could give
complete control of the machine to malicious hackers.

Findings 3: the Ace/Server passwords were not cracked and passed the
complexity test.

Findings 4: We could not change the current account passwords of the test user
to a value of 123456 on either the ACE/Server or the Ace/Agent. You will note,
from the previous findings, that the second admin account currently has a
password of 123456. We can only conclude that this value was set prior to the
change of password policy and that setting a password of this type is currently
not possible.

Test #7 TEST FAILED
Account policies check.

Ace/Server:

Findings 5: The Minimum password length is too small and the Password history
is too short. They do not meet the minimum standards of the Security Template.
You can also note that the template is a baseline minimum security level for all
machines and considering the importance of the ACE/Server, the template is not
restrictive enough. Another template should be used for a more secure
implementation (like the Win2k gold standard). So these settings are clearly not
adequate. A short password is vulnerable to brute force attacks and a short
password history can lower the effectiveness of the password used (Malicious
hackers know that users like to reuse old passwords).

Findings 6: The Account lockout duration and Account lockout counter are too
short. They do not meet the minimum common baseline requirements. Accounts
that have too many failed login attempts should be locked out, for a greater
period of time, to minimize the effectiveness of a brute force attack.

Ace/Agent
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Findings 7: Minimum password length is too small and the Password history is
too short. These values should be changed to meet common baseline practices.
Although the importance of the ACE/Agent is not as great as the Ace/Server, it is
as likely to be brute forced as the Server itself.

Findings 8: The Account lockout duration and the account lockout counter are too
short. Both of these values should be changed to meet the requirements.

Test #9 TEST PASSED
All users “except:” clause is invoked

Findings 9: The Except clause was used and the RSA-Admin group invoked
does not have any administrators (Domain or Local). This is a good
implementation of this feature. An Administrators account that is exempt of
authentication with SecurlD would be a key target for a malicious hacker.

Test #10 TEST FAILED
Sdconf.rec file used at install is current and the same as the one generated on
the Server.

Findings 10: The Sdconf.rec files do not match. An older version of the file was
not properly updated. The file should be kept updated to ensure proper
communications with the Ace/Server. Item #19 of the audit was performed and
communication was successful. This indicates that the Sdconf.rec was not forged
by a malicious user, but is simply an older version.

Test #12 (Stimulus/Response #2) TEST PASSED
SecurlD next tokencode checks

Findings 11: All tests were successful and the token values were set correctly.
The token was properly set to next token mode after more than 3 consecutive
failed logon attempts. The logs also reflect the change of status of the token. This
feature is working as intended.

Findings 12: The token was properly disabled after more than 10 consecutive
failed logons. The token must be manually enabled by an administrator to
function properly. This feature is working as intended

Test #13 (Stimulus/Response #3) TEST PASSED
SecurlD Access logs are backed/maintained and consulted regularly
Findings 13: The Ace/Server logs all events possible and the log policies

followed by the administrators are correct. This ensures that the information
provided by the SecurlD infrastructure is being dealt with the proper importance.

© SANS Institute 2003, As part of GIAC practical repository. Author retains full rights.



Findings 14: Events generated by the auditors were successfully logged. This
ensures that the logging mechanism is working correctly and assures the
administrators that the events have in fact happened. You will also note that all
events generated by this audit were logged successfully.

Test #17 (Stimulus/Response #4) TEST PASSED
PIN Length and type is correct

Findings 15: The values for Min, Max and PIN type are correct. They were set for
a minimum of 4 and a Maximum of 8. The Alphanumeric tab was checked and as
such greatly increases the pool of possible values. This greatly lowers the
chance of a successful brute force attack.

Findings 16: Attempts to change the PIN to improper values failed. This feature is
working properly and ensures that users cannot pick improper and less secure
PINs.

Findings 17: The Alphanumeric PIN was accepted. The use of alphanumeric
characters in passwords raises the complexity level of the password. A
successful brute force attack on the password will become more difficult to
achieve.

Test #18 (Stimulus/Response #5) TEST PASSED
Access times are set correctly

Findings 18: Access times limits were not set for administrators. After an inquiry
with the administrator and managers it was determined that access is required at
all hours. This approach was necessary due to the mobility of work hours and off
peak patching. This is an acceptable risk for this particular infrastructure and the
managers are aware of it. Normal users have access during work hours + 5
hours. Normal users can request greater access on a case-by-case basis.

Findings 19: The logging attempt at an unauthorized time was blocked and
logged successfully. This validates the access restrictions.

Test #20 TEST PASSED
Check logon success and logon failure auditing

Findings 20: Logon Success and Logon Failure auditing are both enabled on the

Ace/Server and Ace/Agent. Proper logging is important for the forensic process.
Important information could be lost if the correct fields are not enabled.
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Background/risk

In general, the risks associated with SecurlD are often due to human nature.
Loss of tokens and PINs are common and can lead to sensitive data being
compromised by unauthorized users. The security the SecurlD infrastructure
provides is heavily reliant on the proper use of the tokens and the infrastructure.
Report time for suspicious behavior should be low and users must be made
aware of general social engineering methods. A Low report time leads to a low
exposure period.

In general the non-compliant tests were due to poor OS hardening or a poor
implementation of general OS hardening techniques. These are important issues
that lower the effectiveness of the SecurlD infrastructure. Hackers will use the
simplest way to get to your data. The loss of IP and information contained on the
Servers being protected can be devastating to the company. Improper OS
hardening can allow hackers to freely roam the internal network and cause
Denial of Service attacks. Also, once a machine is compromised on your
network, it could be used to attack other machines found on the Internet, this
could lead to a loss of reputation or even legal liability.

Audit recommendations

General Recommendations

In general, we have found that the SecurlD infrastructure is working as
intended. The machines were correctly implemented and used. Unfortunately,
other security methods were not followed and the overall effectiveness of the
infrastructure is lower because of it. OS hardening should be performed on All
Ace/Agents and on the Ace/Server.

Each failed test denotes a general area were security can be improved. Methods
and polices should be devised to deal with these issues. For example a special
OS installation CD could be created, insuring that null sessions and OS
passwords meet minimal standards. This will ensure that machines are deployed
correctly.

Change control methods should be improved to eliminate improper changes to
the settings. Normal users should be made aware of the different types of attacks
and information sessions for all personnel should be scheduled. This will greatly
reduce the risks associated with PINs being lost, tokens being compromised and
Social engineering issues.

The likelihood of attack is pretty substantial. Tokens are often lost and PINs are

often written down. An attacker can potentially acquire both a PIN and a token
and could cause damage. Proper training of all staff should be imperative.
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The risk of a network based attack on the Ace/Server by disgruntled employees
or a malicious hacker is real. Access controls for authentication for physical
access are correct (thanks to SecurlD), but networking access controls might be
somewhat lacking based on the account policies checks we performed. An
attacker will always use the easier approach to get to what he needs.

The cost of properly deploying SecurlD greatly offsets the potential cost of the
loss of control of your networking resources or the loss of extremely valuable
data (like transaction records, Credit card numbers and Intellectual property).

Unfortunately, some more thorough examinations of the SecurlD
implementations could be necessary for an audit requiring a very high level of
security (for classified documents). For example, the level of encryption between
the ACE/Server and Ace/Agent was not tested. The methods to audit these
features would require access to the source code or a greater level of
cooperation from the manufacturer. Users generally trust the manufacturer to
properly implement these encryption methods. For highly classified data, a more
robust test would be advisable.

A more careful analysis of the physical network infrastructure would also be
advisable for a proper deployment (Hubs should be removed to minimize the
chance of traffic being sniffed).

Specific Recommendations

Test #4 TEST FAILED
Null Sessions.

Close null sessions on all machines on the network. This might potentially break
backup processes. A Patch deployment strategy should be implemented. This
will ensure that all machines meet the security requirements and are patched
regularly. A basic secure install CD should be developed. This CD will contain all
basic patches and security setting and should be used to install new machines.
This will ensure that new machines being deployed on the network are compliant.

Test #6 (Stimulus/Response #1) TEST FAILED
Test OS Password complexity

All passwords should meet the minimum password complexity requirements
described in the Security Policy. If necessary, the current Security Policy should
be updated to reflect current “best practice” values.

Test #7 TEST FAILED
Account policies check.
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A more restrictive template should be used for Servers. The Win2k Gold template
is a good start, but it will require some tweaking before being deployed. The
template is very restrictive and most network applications will not work well if it is
applied blindly. A general minimum level template can also be created. The level
1 minimum level template should be used on all workstations. This will ensure
that the passwords settings meet the requirements. The Security Policy in place
should be updated to reflect these issues.

Test #10 TEST FAILED
Sdconf.rec file used at install is current and the same as the one generated on
the Server.

All critical files should be kept updated. A patching policy should be developed
for all software, including SecurID. This will ensure that all the software is being
used correctly.

Costs

The cost of hardening the machines is very low and usability should not be
affected by these changes. These recommendations try to solve the root cause
of the problems found during testing.

Test #4 (Null Sessions)

The costs associated with the development of the patching strategy should be
minimal. Network administrators should be able to develop it by themselves.
They know the network’s layout very well and should be able to create a good
working model. Creating a custom CD should also be done by the administrators
and would only require a few days of work/testing. The hours spent on these
small projects will benefit the whole organization in the long run.

Test #6 (Test OS Password complexity)

The cost of changing all the passwords is also small. A memo or email could be
sent to all users explaining the new password policies. The changing of the
password policies should be invisible to normal users and would only take a few
hours. The loss of productivity would be minimal. The template developed for
Test #7 should incorporate the new password policies.

Test #7 (Account policies check)
There is no cost associated with using existing templates. They are available for

free and can easily be integrated in the current infrastructure. Developing a
custom template could become costly if done by external consultants (consulting
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fees vary from 50%/hour to 250%hour). If done internally, the costs would be small
(a few work days for 1-2 administrators).

Test #10 (Sdconf.rec file used at install is current and the same as the one
generated on the Server)

Same costs as Test #4. Checking that all current Ace/Agents configuration files
are current could take a while (depending on the size of the infrastructure). Costs
should be fairly low if the patching strategy developed for Test #4 includes
SecurlD software.

Compensating controls

These recommendations will reduce the risks with minimal expenditure. They
might not address the root cause of the problems but will solve the immediate
problems.

Test #4 (Null Sessions)

Administrators could manually go through every machine in the enterprise and
remove all null sessions. This will fix the immediate problem but does not
address the overall issue (like a proper patching strategy would). The loss in
productivity to perform this task would be fairly small.

Test #6 (Test OS Password complexity)

It would only take a few hours for administrators to manually apply the level 1
basic template on all machines. The loss in productivity should be small.

Test #7 (Account policies check)

The loss in productivity should be small if administrators apply the basic
templates on all machines.

Test #10 (Sdconf.rec file used at install is current and the same as the one
generated on the Server)

Manually checking the Sdconf.rec files on all workstations might take some time
(this could be performed at the same time as the other tests). This should be
done internally.
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